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CHAPTER 1

INTRODUCTION

1.1 Project Background

In recent years Internet usage and services, accessed through both fixed and mobile networks,
have experienced rapid growth. This growth was driven by the capability of the Internet to
provide many new services seamlessly to the users at any time. These Internet services
continue to grow because the open protocols used are available on the web to any service
developer (Camarillo & Garcia-Martin, 2006:5). It is estimated that there are over one billion
cellular users worldwide (Castro, 2004:1). As the number of cellular users continues to grow,
more efforts are made to draw the cellular technology closer to the all-IP telecommunication
technologies that offer Quality of Service (QoS) to users, and appropriate charging schemes
for multimedia services to network operators. With Internet Protocol (IP) becoming spreading
through in the backbone, the challenge of integrating voice and data services in the fixed and

mobile environments becomes more formidable (Castro, 2004:5).

The Internet Protocol Multimedia Subsystem (IMS) is a global, access-independent and
standard-based IP connectivity and service control architecture that enables various types of
multimedia services to end-users using common Internet-based protocols (Poikselkd et al,
2006:4). The IMS was introduced by the Third Generation Partnership Project (3GPP)
standardization body for the 3G networks in Release 5 Technical Specification (TS) (3GPP TS
23.228, 2006). Since its introduction, IMS has been adopted by other major
telecommunication standardization bodies in mobile and fixed networks as the basis for the
Next Generation Network (NGN). The Session Initiation Protocol (SIP) (Rosenberg et al,
2002) was selected as the main standardized signalling protocol for the IMS. Unlike traditional
IP-based networks, the IMS guarantees end-to-end QoS in the network and creates an
infrastructure that enables the fast deployment of new IP-based services and flexible billing,

while still maintaining compatibility with existing applications (Fabini et al, 2006).



This project seeks to develop the IMS Client that is compliant with the 3GPP, European
Technically Standard Institute (ETSI) Telecom and Internet Services and Protocols for
Advanced Networks (TISPAN) and the Internet Engineering Task Force (IETF)
recommendations and specifications. The developed IMS Client was intended to be integrated
to the service discovery and service control execution environment of Personal Networks
(PN), which will be contributing towards the My personal Adaptive Global Network
(MAGNET) Beyond project (which will be discussed later).

1.2 Problem Statement

The main objectives of this project are as follows:
o To improve, qualify and finalize the implementation of the architecture of service
discovery and management platform for Personal Networks (PN) and the federations

of Personal Networks.

o To analyze the global service discovery architecture and then design an IMS Client
compliant with the 3GPP, ETSI-TISPAN and IETF as the major IMS standardization

bodies.

The following sub-problems that were identified formed the basis for the study:

1.2.1 Sub-Problem 1

To study the concept, architecture and procedure of the IMS and SIP systems as specified and

recommended by the 3GPP, ETSI-TISPAN and IETF.

1.2.2 Sub-Problem 2

To study the available open source SIP architecture, entities and networks with the aim of
using the open source SIP User Agents (UA) as a prototype for building the proposed IMS
Client.



1.2.3 Sub-Problem 3

To develop an IMS Client that is compliant with 3GPP and ETSI-TISPAN recommendations
and specifications and also compliant with SIP IETF RFC 3261 and other SIP extension
Request For Comments (RFCs).

1.3 Delimitations

1.3.1 This study will not deal with IMS user authentication during the registration stage.
This is due to the current setup of the IMS testbed platform that was used for testing
the IMS Client.

1.3.2  This study assumes the existence of IP security between the IMS Client and the IMS
core network.

1.3.3 This study does not take into account the use of the IP multimedia Services Identity

Module (ISIM).

1.4 Research Methodology

In order to achieve the objectives of this study, the following steps were followed:

® An in-depth literature study of the 3GPP IMS by reading the Technical Specifications,
books and published work, related to the IMS was conducted. The same literature
study was conducted for the IETF SIP.

e Java Specification Request (JSR) number 180 (JSR 180) was identified and studied as
the core SIP API to be used for the development of the IMS Client.

e Sun Wireless Toolkit was used as the Java 2 Micro-Edition (J2ME) development
platform for the client. EclipseME Integrated Development Environment (IDE) was
used to edit the Java code.

e Testing and benchmarking of the developed lightweight of the IMS client within the
INT IMS Testbed

¢ The experiments were carried out to evaluate the performance of the IMS Client within
the Local Area Network (LAN) and WLAN at the INT laboratory

® And the final step was the discussion of the results



1.5 Benefits of the Study

The contribution of this work is that an innovative lightweight IMS Client of which the
architecture and specifications are based on the 3GPP, IETF and ETSI-TISPAN

standardization bodies has been developed. This IMS Client is targeted at power and memory-

limited devices and can easily be deployed within mobile devices. As a result, this work will

contribute to the standardization of service discovery in Personal Networks, which form part

of the MAGNET Beyond project.

1.6 Brief Overview of this Dissertation

This dissertation is structured as follows:

Chapter 2:

Chapter 3:

Chapter 4:

Chapter 5:

Chapter 6:

Presents the literature survey of the IMS and SIP. The chapter also introduces
the Personal Network and MAGNET Beyond project. The IMS that was
introduced by the 3GPP has now been adopted by most standardizing bodies,
while SIP was chosen by the 3GPP as the core signalling protocol for IMS.
Related work in the development of IMS Client is also presented in this

chapter.

Presents the literature survey of Java Micro-Edition (J2ME) development
platform. J2ME is the second revolution of Java platform used for the
development of small devices such as the Television set-top boxes and mobile

phones.

Provides the IMS Client design and development. The IMS Client was
developed under the J2ME platform using Java code.

Outlines the experimental setup and requirements. The chapter also presents the

system experiments, evaluation and discussion of the results.

Concludes the whole dissertation, and contains suggestions for future work.



CHAPTER 2

LITERATURE SURVEY

2.1 INTRODUCTION

This chapter reviews the literature related to IMS, SIP and Personal Network (PN). The idea is
to familiarise the reader with the major standardization bodies responsible for the
telecommunication and Internet technologies, the architecture, network elements, the concepts
and services that are enabled by both the IMS and SIP. The architecture, network elements and
procedures of IMS and SIP are discussed in this chapter. The chapter also introduces

MAGNET Beyond project.

2.2 THE IMS AND SIP STANDARDIZATION BODIES

There are several internationally recognized telecommunication and Internet standardization
bodies responsible for the standardization of the IMS, SIP and Java technologies. This section

cites major IMS, SIP and Java standardization bodies.

2.2.1  The 3" Generation Partnership Project (3GPP)

According to the partnership agreement signed in December 1998, the 3GPP was formed in
1998 by the standardization bodies from Europe, Japan, USA and China to establish a 3™
generation (3G) mobile system based on evolved GSM core networks and the radio access
technologies. The main purpose of 3GPP is to prepare, approve and maintain globally
applicable Technical Specifications (TS) and Technical Reports (TR) for 3G mobile systems.
IMS was introduced in Release 5 (3GPP TS 23.228, 2006) as part of 3GPP UMTS
specification, and was mainly dedicated for 3G mobile systems. Release 6 and beyond of

3GPP specification added wireline support to IMS architecture.



2.2.2 European Telecommunications Standard Institute (ETSI)

ETSI has established the Telecoms and Internet converged for Services and Protocols for
Advanced Network (TISPAN) project as their core competence centre for the Next Generation
Networks (NGN). TISPAN facilitates the smooth migration of fixed (wireline) networks from
Circuit-Switched (CS) networks to Packet-Switched (PS) networks with an architecture that
can serve in both to create the NGN. TISPAN has adopted the IMS architecture given in the
3GPP Release 6 but has added wireline access to the IMS (ETSI TR 180.001, 2006).
Essentially, TISPAN adopts the 3GPP IMS architecture standard for SIP-based applications,
but has added further functional blocks and subsystems to handle non-SIP applications and

other requirements of fixed networks not addressed by IMS (Hills, 2006).

2.2.3 International Telecommunications Union (ITU)

ITU-T created an NGN Focus Group (NGN-FG) in May 2004 to work on the specifications of
NGN for fixed line access based on 3GPP IMS. The process of fitting IMS into ITU’s NGN is
performed by the ETSI TISPAN group, which is in turn responsible for all aspects of

standardization for present and future converged networks (Fabini ef al, 2006).

2.2.4 The Internet Engineering Task Force (IETF)

The IETF is an open forum consisting of individuals working with vendors, operators,
researchers and other interested individuals who make technical and other contributions to the
engineering and evolution of the Internet and its technologies (Soliman, 2004:xx). There are
two documents used within the IETF, namely the Internet-Drafts (I-Ds) and the Request for
Comments (RFC). A standard that begins life as an I-D, progresses to an RFC once there is
consensus and there are working implementations of the protocol. When changes are made in
a protocol or new versions come out, a new RFC document with a new number is issued,

which renders the old RFC obsolete (Johnston, 2001:2).

The 3GPP have established collaboration with the IETF to make sure that the protocols
developed for IMS meet their requirements. This collaboration has been documented in RFC

3113. The IETF is responsible for the standardization of SIP, RFC 3261 being the core SIP



specification. Several RFCs were developed as the extension to the core RFC 3261 in order to
meet 3GPP IMS requirements. The selection of SIP as the core IMS signalling protocol makes
the IMS network to be regarded as an advanced SIP network (Safavian, 2006).

2.2.5 Java Community Process (JCP)

Specifications for Java platforms are developed under the aegis of the JCP. A specification
starts off as a Java Specification Request (JSR). An expert group consisting of representatives
from interested companies is formed to create the specification. The JSR then passes through
various stages in the JCP before it is finalised. Every JSR is assigned a number. The JCP is
also involved in the standardization of Java APIs to facilitate the easy and fast deployment of

IP services using SIP.

The following are JSRs defined by JCP for SIP:

e JAIN SIP: JSR 32 determines the Java Advanced Intelligent Network (JAIN) SIP
specification. Sun Microsystems is the specification lead in conjunction with other
expert companies and individuals. JAIN SIP can be implemented on Personal Digital
Assistance (PDA), SIP phones and desktops.

e SIP Servlet: JSR 116 defines the SIP Servlet specification. Dynamicsoft is the
specification lead in conjunction with other expert companies. SIP Servlet is
implemented in web tier enterprise application servers, which has the benefit of
converged SIP and HTTP applications (O’ Doherty, 2003).

e SIP for J2ME: JSR 180 determines the SIP for J2ME specification - SIP interface for
small platforms. Nokia Corporation is the specification lead in conjunction with other
expert companies and individuals. SIP's acceptance as the protocol of choice by the
IMS architecture within the 3GPP, highlights the value of mobile devices
understanding and communicating SIP (O'Doherty, 2003). SIP for J2ME API can be

incorporated into mobile handsets.



2.3 THE IP MULTIMEDIA SUBSYSTEM - IMS

IMS is a global, access-independent and standard-based IP connectivity and service control
architecture that enables various types of multimedia services to end-users using common
Internet-based protocols (Poikselkd et al, 2006:4). IMS architecture is at the heart of the
convergence of voice, data, fixed and mobile networks and is based on a wide range of IETF
protocols, such as SIP. IMS combines and enhances these protocols to allow real-time services

in addition to 3GPP mobile Packet-Switched (PS) domain and the wireline NGN.

The main vision of IMS is to bring the Fixed Mobile Convergence (FMC) to reality by
enabling the provision of multimedia services to both fixed and mobile subscribers (3G
Americas, 2007). This vision has been achieved by bridging the gap that exists between the
traditional telecommunications provided by both cellular and Public Switched
Telecommunication Network (PSTN) operators and the Internet. IMS provides the key
functionalities required to enable new IP services via mobile networks, taking into account the
complexity of managing mobility, multimedia, constraints of the underlying network and the
multitude of emerging applications (3G Americas, 2004). With IMS, competition between
fixed and mobile users will exist because all the service providers and operators will be

targeting a single customer to offer similar services.

In this section the background and history of IMS are discussed, followed by the position of
IMS in relation to the existing communication systems. Also covered in this section is IMS

architecture, core network elements and IMS enabled services.

2.3.1 IMS Background and History

After having released their first specification in 1999 (3GPP R99), the 3GPP started to
specifying Release 2000 which included the All-IP systems that was later renamed the IMS.
After realizing that the development of IMS could not be completed during the year 2000, the
agreement was reached to split Release 2000 into Release 4 and Release 5 specifications
(Poikselkd et al, 2004:6). After Release 4 has been frozen and completed, IMS was introduced
by the 3GPP within Release 5 in the year 2002.



The IMS specified in Release 5 was only based on the 3G mobile systems, and only
compatible to IP version 6 (IPv6). The 3GPP continued their IMS specifications and
enhancements in Releases 6 and 7 (3GPP TR 24.930, 2007) of their specifications. Release 6
IMS (3GPP TS 23.228, 2007) included the interworking with the CS networks and other IP
based networks. It also introduced more service provisioning which included Presence service,
Push to-talk-over Cellular (PoC) and Instant Messaging (IM) servers. Release 7 specification

that was released in 2006 included further IMS enhancements.

2.3.2 IMS with other Communication Systems

IMS is positioned above different existing communication systems, as depicted in Figure 2.1

below, hence it is regarded as an excellent vehicle for FMC (Ericsson, 2004).

Cellular communication technologies have evolved so rapidly that today they are able to offer
IP connectivity to cellular users everywhere. With IP connectivity capabilities, network
operators can enable their customers to access IMS services irrespective of the type of

terminal used.

IMS

PS Domain Internet CS Domain

IP Connectivity Access Network

Figure 2.1: IMS relationship with other communication systems

Accessibility to IMS services is not limited to users with IP connectivity terminals, but also to
CS network users. IMS introduces multimedia session control in the PS domain and the CS

domain (Poikselkd et al, 2004). The IMS technology promises added advantages to all the



stakeholders in the NGNs, those being network operators, value-added service providers,

enterprises and customers.

There are four additional key functionalities that mark IMS as the future technology in a
comprehensive service and application-oriented network (Magedanz, Witaszek & Knuettel,

2005):

e [MS provides easy and efficient ways to integrate different services, even from third
parties.

e IMS enables the seamless integration of legacy services, therefore is designed for
consistent interactions with CS domains.

e IMS supports a mechanism to negotiate QoS. Within a session you the user can ask for
QoS for certain Packet Data Protocol (PDP) Contexts on the critical 3G air interface.

e IMS provides appropriate charging mechanisms.

2.3.3 The IMS Architecture

The IMS architecture comprises four planes as depicted in Figure 2.2 below. The device plane
consists of the user terminals used to access the IMS services. An IMS-capable device or an
IMS Client can be used to access IMS network. The device plane is the focus of this project.
The device plane includes smart-phones, switch-phones and other advanced IP phones. The
standardization of this plane also forms part of the 3GPP and other major IMS standardization

bodies, for both wireless and wireline networks.

The transport plane refers to the access network used by IMS terminals to access the IMS
network. Both users in the wireless and wireline network can access the IMS services. The
Call Session Control Function (CSCF) forms the core of the IMS control layer. The CSCF is
made up of the Proxy-CSCF (P-CSCF), Interrogating-CSCF (I-CSCF) and the Server-CSCF
(S-CSCF). The Home Subscriber Subsystem (HSS) database is another element within the

control layer. Other elements forming the IMS control plane includes the Breaking Gateway
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Control Function (BGCF), Media Resource Function (MRF) and others, which will be

discussed in the next section.

Service Plane Application Servers Application Servers
HSSE ) ~__—"1 WMRF
P/I/S - CSCFs
[~
BGCF MGCF

Control Plane

Gate Way

PSTN/ISDN

Networks Networks

Transport Plane

Device Plane (Termlnals

oo“o

Figure 2.2: The IMS Architecture (Radvision, 2006)

The service plane consists of the Application Servers (AS). All the IMS services run within
the ASs and a single AS can handle multiple multimedia services. The AS also provides the
interface with the control layers using SIP, such as IMS-Service Control (ISC) interface. Some
examples of ASs include the Presence servers, group list management servers, IM servers and

conferencing servers.

2.3.4 The IMS Network Elements

The IMS overlay architecture is widely abstracted from the air interfaces, hence IMS can be
used for any mobile access network technology, as well as for fixed-line access technology, as

currently promoted by TISPAN within the NGN reference architecture definition (Magedanz,
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Witaszek & Knuettel, 2005). The 3GPP IMS introduces some new elements which require the

network operators to upgrade their Core Network (CN) to provide IMS services.

Some of the IMS network elements are shown in Figure 2.3, below.

SIP AS (3°
Party Network)
Internet
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Legacy Mobile
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IP Multimedia
Network
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Network
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Other IMS
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............ Interfaces supporting only Signalling

CS Domain
(PSTN)

Interfaces supporting user traffic

Figure 2.3: The 3GPP IMS Architectural Elements
i.  User Equipment (UE)
The UE is the IMS-capable terminal used by the subscriber to access IMS services. It contains
the SIP UA that generates and terminates the exchange of SIP messages on the user’s behalf.

Once an IP address has been allocated for registration, the UE cannot change it while engaged

in an active dialog.

ii.  Proxy - CSCF (P-CSCF)
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The P-CSCEF is the first contact point within the IMS network by the User Equipment (UE). It
accepts requests and services them internally or forwards them. The P-CSCF does not modify
the request URI in the SIP INVITE message. It can sometimes behave like a UA by
terminating and independently generating SIP transactions. The P-CSCF can also generate
Charging Data Records (CDR), emergency session detection and also maintain a security

association between itself and each UE.

iii.  Interrogating - CSCF (I-CSCF)

I-CSCEF is responsible for querying the HSS to determine the S-CSCF for the user. It is the
contact point within an operator’s network. It is also responsible for establishing the interface
between two different IMS networks such as the home and visitor network. An I-CSCF has the
Topology Hiding Inter-network Gateway (THIG) which can be used by the network operator
to hide network configuration and topology. This function hides the addresses of operator

network entities from being passed outside the operator’s network.

iv.  Serving — CSCF (S-CSCF)

The S-CSCEF is the heart of the IMS network. It is responsible for processing registrations, for
recording the location of each user and also for performing the user authentication, calls
processing and routing of calls to the ASs. The S-CSCF performs session control services for
the UE. A network operator may have multiple S-CSCFs with each S-CSCF handling different
functions. Other S-CSCF functions includes the interaction with AS for the support of
services, forwarding SIP request/response to a BGCF for call routing to the PSTN or CS

domain and also generating the CDR.

v.  IMS Media Gateway

The IMS Media Gateway (IM-MGW) translates between the IP media streams on Time
Division Multiplex (TDM) networks. The Media Gateway Control Function (MGCF) controls

the media gateway by giving commands that indicate what to convert and when. The MGCF
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can take one stream from a Voice over IP (VoIP) network and convert it to one circuit in the

TDM network.

vi.  Media Resource Function Processor/ Controller

The Media Resource Function Controller (MRFC) is responsible for the control of media
stream resources in the Media Resource Function Processor (MRFP) and the generation of
CDR. It also screens the information coming in from the AS and S-CSCF and then controls
the MRFP accordingly. The MRFP is responsible for the control of bearer on the Mb interface
and providing the resources to the MRFC.

vii.  Breaking Gateway Control Function

The Breaking Gateway Control Function (BGCF) is used to dial the CS domain users from the
IMS network. It selects the network in which PSTN breakout should occur and receives such
requests from the S-CSCF. When a user in the IMS network wishes to communicate with
other users in the CS domain, the BGCF forwards the session signalling to the called user. The

BGCEF also generates the CDRs.

viii.  Home Subscriber Server (HSS)

The IMS architecture contains two main databases: HSS and the Subscription Locator
Function (SLF). While the GSM systems use the Home Locator Register (HLR) to store the
user profile, HSS provides the main data storage for all subscriber and service-related data of
IMS. The data stored in the HSS includes public and private user identities, registration
information, access parameters, service-triggering information, and user-specific requirements
for S-CSCF capabilities. The SLF is used in the network operators who have multiple HSS as
a resolution mechanism that enables the I-CSCF, S-CSCF and the AS to find the address of
the HSS that holds the subscriber data for a given user identity.

ix.  Application Server (AS)
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Service provisioning in IMS is achieved by the AS, which are contacted on the basis of initial
filter criteria. Filter criteria are downloaded by the S-CSCF from the HSS during registration
and are part of IMS subscribers’ service profile (Poikselkd er al, 2004: 212). An AS is a
special server and a unique service network entity that fulfils a fixed specific role. It is also
responsible for detecting the subscriber presence for IM and presence application. The Service
Delivery Platform is a server that extends the AS, therefore it can provide more than a specific

service. It enables the creation of service on demand.

x.  Policy Decision Function

Policy Decision Function (PDF) takes a service level policy request from the application layer
(for example P-CSCF) and translates it into IP QoS parameters. In General Packet Radio
Service (GPRS) networks, the PDF uses the ‘Go’ interface to set the policy for sessions in the
Gateway GPRS Support Node (GGSN). In TISPAN-based networks, the PDF contacts the
Border Gateway Function (BGF) to enforce the policy. PDF and P-CSCF were combined in
Release 5 (3GPP TS 24.228, 2006) specification of the 3GPP IMS, but the PDF was separated,

as a stand alone element, from P-CSCF starting from Release 6 specification of the IMS.

2.3.5 The IMS Concept and Procedure

From a technical point of view, the 3GPP IMS is an IP-based overlay network that spans
access and core network and provides for IP-based signalling reusing IETF protocols such as
SIP and Diameter, both of which are enhanced by specific IMS extensions (Fabini et al, 2006).

The IMS utilizes the PS domain to transport multimedia signalling and bearer traffic.

To present the concept and procedures used in IMS, the 3GPP Universal Mobile
Telecommunication System (UMTS) mobile network will be used. In the GPRS/UMTS
network, there are three steps that the UE must perform before the IMS services can be
accessed, namely primary Packet Data Protocol (PDP) context activation, P-CSCF discovery

and application level IMS registration.
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i.  GPRS Packet Data Protocol (PDP) Context Activation

PDP context is established to enable the UE to transfer data between the PS domains of the
GPRS/UMTS network. The PDP is a network protocol used by external packet data network
to interface to GPRS (Wong & Varma, 2003), as specified in section 6.1.3.1 of the 3GPP
Release 99 (3GPP TS 24.008, 2004). Since the IMS information is delivered through the
GPRS transport network, a UMTS mobile station must activate GPRS PDP context before it
can register to the IMS network (Lin et al, 2005). Figure 2.4 shows the UE initiated PDP

context activation.
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Figure 2.4: UE Initiated PDP Context Activation (Pouse et al, 2003)

ii.  Local P-CSCF Discovery

After having activated the primary PDP context, the second step is to discover the local P-
CSCF before the user can register on the IMS network. The discovered P-CSCF will be the
first contact point for the UE in the IMS network. The 3GPP suggested two methods that can
be used by the UE to discover the P-CSCF (3GPP TS 23.228 and 3GPP TS 24.228); otherwise
the P-CSCF can be pre-configured within the UE. Dynamic Host Configuration Protocol
(DHCP) and the Domain Name System (DNS) can be used to resolve the P-CSCF domain
name and/or IP address as specified in RFC 3319 (Schulzrinne & Volz, 2003). This is shown
in Figure 2.5 below.
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Figure 2.5: P-CSCF Discovery using DHCP Procedure (3GPP TS 23.228, 2006)

iti.  Application Level SIP Registration

The third and final step in accessing the IMS services is the UE application level SIP
registration. Registration creates bindings in a location service for a particular domain that
associates an address-of-record (AOR) Uniform Resource Identifier (URI) with one or more
contact addresses (Rosenberg et al, 2002). The UE uses the same registration procedure for
registering on the home or visited network. And it can also register multiple public identities
through a single IMS registration procedure. Appendix A.1 depicts the message flow for the

application level registration.
Once the above three steps have been performed successfully, the UE will be ready to

establish a SIP session to access IMS services. Figure 2.6 shows the routing of an INVITE

request from UE A (originator) to the UE B (destination).
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13. Remove own address from Route (if it exists)
14. Add own entry to Via (Not add to Record-Route)
15. Query SLF for HSS address of user B
16. query HSS doe S-CSCF address of user B
17. Route INVITE to S-CSCF address received from HSS

18. Remove own entry from Route

19. Add own entry to Record-Route

20. Perform filtering & contact ASs if applicable

21. Replace SIP URI of user B with registered
contact

22. Put stored path to UE B into Route header

23. Route on to next hop in Route header

1. Send INVITE to SIP URI of UE B
2. Set Contact header to own IP address/port
3. Pre-load stored Service-Route into Route
4. Pre-load stored P-CSCF into Route (top)

34. Remove own Via & send to next hop

38. Store Contact header of UE B
39. Store Record-Route (reversed)

33. Remove own Via & send to next hop

5. Remove own entry from Route
6. Add own entry to Record-Route and Via
7. Route the INVITE request on to next hop in
Route

8. Remove own entry from Route header
9. Add own entry to Record-Route and Via headers
10. Perform filtering & contact ASs if applicable
11. Query DNS for domain of user B's SIP URI
12. Route to address received from the DNS

27. Save Contact header of UE A
28. Create response
29. Set Contact header to own IP address/port
30. Copy Record-Route and Via header to
response

36. Remove own Via entry
37. Send to the next hop (UE A)

5. Remove own Via entry & send to the next hop

31. Send response based on Via header

24. Remove own entry from Route
25. Add own entry to Record-Route
26. Route to request URI=IP address of UE B

32. Remove Via entry & send to next hop

Figure 2.6: INVITE routing (adapted from Poikselk et al, 2004)

The originating user can establish a session by sending an SIP INVITE request to the intended
destination. Appendix A.2 depicts the message flow for the session establishment, while

Appendix A.3 depicts the session termination message flow.

2.3.6 User Identification in IMS

The home network operator assigns public and private user identities to all subscribers
belonging to their IMS network. The private user identity is used for registration,
authorisation, administration and accounting purposes. The private user identity is in the form

of a Network Access Identity (NAI) as defined in RFC 2486: username @operator.com. The

private user identity information is securely stored in an International Mobile Subscriber
Identifier (ISIM) application and is allocated to the user permanently. A private user identity
performs a similar function in IMS as an International Mobile Subscriber Identifier (IMSI)
does in GSM (Camarillo & Garcia-Martin, 2006:41). The format for the private user identity is
derived from the IMSI and is specified in the 3GPP TS 23.003.
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The IMS public user identity can be an SIP URI, as defined in RFC 3261 or a Tel URL as
defined in RFC 2806, and is allocated to the users by their network operator. The IMS
subscribers use this public user identity to be identified by other users. This identity is stored

in the ISIM and it’s authenticated by the home network during registration. The public user

identity is equivalent to the Mobile Subscriber ISDN Number (MSISDN) in the GSM system.

Public User

Identity 1
Private User Public User

Identity 1 Identity 2

IMS
Subscriber

Private User Public User

Identity 2 Identity 3
Public User

Identity n

Figure 2.7: Release 6 user identities (Camarillo & Garcia-Martin, 2006:43)

Release 6 of 3GPP has extended the relationship between private and public user identities by
allowing a single subscriber to have more than one private user identity. This relationship is
shown in Figure 2.7. In the case of UMTS, only one private user identity can be stored in the
Universal Integrated Circuit Card (UICC), although users may have different UICC inserted in
different IMS terminals. The UICC is a removable smart card that contains a limited storage of

data.

The IP multimedia Services Identity Module (ISIM) which is contained within the UICC is
standardized by 3GPP (3GPP TS 31.103, 2005). ISIM is very important for IMS because it
contains the collection of parameters that are used for user identification, user authentication
and terminal configuration when the terminal operates in IMS (Camarillo & Garcia-Martin,

2006:45). The following parameters are stored within the ISIM:

® Private User Identity: one Private User Identity can be stored in ISIM

®  Public User Identity: one or more Public User Identities are allocated to users
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e  Home Network Domain URI: is SIP URI containing the home network domain name.
e [Long-term Secret:  this is used for authentication purposes and for calculating the

integrity and cipher keys.

2.3.7 IMS in the Next Generation Networks

IMS uses Internet technologies and protocols in order to allow users to move across countries
while still being able to execute all the services as if they are operating from their home
networks (Chen et al, 2006). Though IMS was originated by the 3GPP for mobile networks,
the ETSI showed interest in IMS by incorporating it in their TISPAN NGN standard (ETSI TR
180.001, 2006). Besides ETSI-TISPAN, other wireline standardization bodies have also
adopted the IMS as their NGN core.

While TISPAN tackles non-SIP applications the 3GPP IMS does not, because non-SIP
applications include not only legacy services, but also Hypertext Transport Protocol (HTTP)
applications and peer-to-peer file sharing (Hills, 2006). The process of fitting IMS into ITU’s
NGN is performed by the ETSI TISPAN group which is responsible for all aspects of
standardization for present and future converged networks (Fabini et al, 2006). Figure 2.8
below shows the TISPAN IMS elements. Items shown in green are associated with PSTN

egress and ingress, while items in burgundy are associated with IP to IP SIP calls.

The Interconnect Border Control Function (IBCF) was introduced by TISPAN to formalize
interconnectivity between networks. Its roles include the provision of Network Address and
Port Translator (NAPT) and firewall functions for signalling, policing of signalling, topology
hiding and conversion between IPv4 and IPv6. Through the control of a BGF, the IBCF also
controls the media exchanged across the operator boundary, controlling media pinhole
establishment, policing, and dynamic NAPT and firewall functions (Newport-Networks,

2005).
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Figure 2.8: TISPAN IMS Functional Elements (Newport-Networks, 2005)

2.4 SESSION INITIATION PROTOCOL - SIP

SIP is an application layer signalling protocol developed by the IETF to set up, modify and
tear down multimedia sessions over the IP network (Rosenberg et al, 2002). SIP is a close
relative of HTTP 1.1 and Simple Mail Transport Protocol (SMTP) protocols. From HTTP, SIP
borrowed a client-server design and the use of Uniform Resource Locators (ULR) while from
the SMTP it borrowed a text-encoding scheme and header style (Johnston, 2001:1). This
makes SIP a textual request-response protocol. SIP presents a revolution in communications
by abandoning the telecom signalling and control models developed for telephony over many

years in favour of Internet and web-based protocols (Camarillo, 2002).

In this section the SIP background and history, the SIP architecture, network and the SIP

message structures are discussed.

2.4.1 SIP Background and History

SIP originated in late 1996 as a component of the IETF multicast backbone (Mbone). Mbone

is an experimental multicast network on top of the public Internet. Due to its simplicity and
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extensibility, SIP was adopted as a VoIP signalling protocol as an IEFT-proposed standard in
1999 and published under the RFC 2543. SIP was further enhanced to take into account
interoperability functions, better design and new features. In 2002 RFC 3261 was released as
the core proposed standard, this is backward compatible with RFC 2543. RFC 3261 is
currently the core SIP specification as defined by IETF (Rosenberg et al, 2002). SIP became
more widely used for VoIP services than H.323 multimedia protocol. Today, SIP is at the
heart of the IMS network architecture, providing the real-time, peer-to-peer, multiparty and

multimedia capabilities of IMS (BEA, 2006).

2.4.2 SIP Architecture

SIP fits within the existing Internet multimedia protocol stack as shown in Figure 2.9 below.
SIP elements can be classified as User Agents (UA), proxies and servers or intermediaries.
Though it is possible for UAs to communicate directly without the server, servers are
generally used by network administrators and service providers to keep track of traffic in their

network, and also to protect their business.

Signalling Media Utility
SDP | Medla Coding |
@ ﬁ kre | [Cons | [oser] (™
¢ t Transport
UDP | Layer
Internet
| t ¢ P - - | Layer
| AALX | | PPP | . .
Physical/Link
¢ ¢ v h Layer
| ATM | | V.90 | | Ethernet | | MPLS |

Figure 2.9: The Internet multimedia protocol stack (Johnston, 2001:4)

Shown in Figure 2.10 are the SIP network elements. An SIP UA is the endpoint for dialogs.
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Figure 2.10: SIP Trapezoid (Poikselkd et al, 2006)

UA runs within a UE and is divided into two parts: UA Client (UAC) and UA Serve (UAS)
(Rosenberg et al, 2002). SIP intermediaries are logic entities through which SIP messages pass
on their way to their final destination. They are used to route and redirect the requests. In

practice, these entities are owned or housed within the network operator’s premises.

2.4.3  SIP Messages Format

The SIP message is made up of three parts as shown in Figure 2.11. The start line contents
vary depending on whether the SIP message is a request or a response. If the message is a
request, it is called a request line. If the message is a response, the start line is called a status

line.

The request line has three components:
e Method — there are six base SIP request methods (see Table 2.1). Other methods were
created as extensions to RFC 3261 (see Table 2.2).
e Request-URI — is a SIP or Secure SIP (SIPS) URI that identifies a resource that the

request is addressed to.
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e Protocol version - all requests compliant with RFC 3261 must include version 2.0 in

the request, in the following form: “SIP/2.0”.

Start Line
(Request/Response)

Headerl: valuel
Header2: value2

(From:<sip:url>)

Message Body
(e.g.: SDP)

Figure 2.11: SIP message format (Adapted from: Rosenberg et al, 2002)

The status or response line consists of three components:
® Protocol version — identical to the protocol version in the request line.
e Status Code — a three-digit code that identifies the nature of the response.
e Reason Phrase — a free text field providing a short description of the status code, that is

mainly aimed at human users.

There are two types of SIP responses: provisional/informational (1xx) and final response (2xx
to 6xx). These responses are grouped into status codes, of which there are six classes:
® 1xx — provisional or information responses. They indicate that the request has been
received and the recipient is processing the request
® 2XX — SUCCEeSS response.
® 3xx —re-direction responses. The requester needs to take further action to complete the
request.
® 4xx — client-error responses

® 5XX — server-error responses
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® 6xx — global-failure responses. The request cannot be fulfilled at any server.

2.4.4 SIP Request Methods
The IETF defined about six methods used in RFC 3261 for different types of SIP request, as
shown in Table 2.1.

Table 2. 1: Six RFC 3261 SIP Request Methods

Method Description
ACK Confirms that the client has received a final response to a request.
BYE Used by a client to tell the server that it wishes to release the call.

CANCEL Cancels a pending request with the same Call-ID, To, From and Call

sequence number (Cseq) header field values.

INVITE Indicates that the user or service is being invited to participate in a
session. The message body may contain a description of the session.
OPTIONS Queries the capabilities of the other side

REGISTER | Used by a client to register the address listed in the “To” header field

with a SIP server.

In addition to the original six SIP methods, other methods are defined by the IETF as the
extensions to the RFC 3261 SIP. These methods are shown in Table 2.2.

Table 2. 2: Other SIP Request Method Extensions

Method RFC # Description

INFO RFC 2976 | Transfers information during a session

MESSAGE RFC 3428 | Allows the transfer of IM.

NOTIFY RFC 3265 | Informs the user about the subscribed event.

SUBSCRIBE | RFC 3265 | Enables the user to subscribe to certain events

REFER RFC 3515 | Enables the sender of the request to instruct the

RFC 4488 | receiver to contact a third party.

PRACK RFC 3262 | Provisional Reliable ACK (PRACK) plays the same

role as ACK request, but for provisional responses.
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(Rosenberg & Schulzrinne, 2002)

UPDATE RFC 311 | Allows a client to update parameters of a session, but
has no impact on the state of a dialog. (Rosenberg,
2002)

PUBLISH RFC 3903 | PUBLISH is similar to REGISTER in that it allows a

user to create, modify and remove state to another

entity which manages this state on behalf of the user.

2.4.5 SIP P-Headers for IMS

Beside the use of SIP extension methods, there are several SIP Private-headers (P-headers)
used in 3GPP IMS. Marshall (2003) defined RFC 3313 which introduces the P-Media-
Authentication header field that contains one or more media authorization tokens which are to
be included in subsequent resource reservations for the media flows associated with the
session. RFC 3325 problem introduces private extensions to the SIP, that enable a network of
trusted SIP servers to assert the identity of authenticated users, and to apply existing privacy
mechanisms to the identity problem (Jennings et al, 2002). RFC 3455 introduced a set of
private SIP headers used by the 3GPP along with their applicability, which is limited to
particular environments (Garcia-Martin, Henrikson & Mills, 2003). In the 3GPP-IETF
collaboration, work is still going on to extend the core RFC 3261 SIP specification to make

the IMS a fully IP based system.

2.5 PERSONAL NETWORKS - PN

A PN concept extends the local scope of Personal Area Network (PAN) to a global network
that creates a virtual personal environment which is capable of spanning a variety of
infrastructure-based and ad-hoc networks (Calin et al, 2006). As more customers own more
than one networked terminal (such as mobile phone, Personal Digital Assistance, or a laptop)
which may be either in close vicinity or anywhere in the world, they would like to interact
with them at any time. It is impractical for customers to carry all these gadgets with them at all
times, but with the PN, customers are able to manage or interact with all their networked

devices wherever they are. The federation of PNs on the other side allows the group of people
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with their own PNs to interact and share information. Service discovery plays an important

role in the successful utilization of PNs.

One can refer to a PN as a dynamic collection of interconnected heterogeneous personal
devices, as depicted in Figure 2.12. The networking capability of most heterogeneous devices
owned by a person, enables him/her to have flexible network solutions to access their personal
devices anywhere and at any time. PN requires more services than PAN because its devices
are separated by hundreds of kilometres, and its connection technologies include medium to
national and continental range such GPRS or UMTS (Prasad & Skouby, 2005). The PN is the
interconnection of PANs with Wireless-Wide Area Network (W-WAN) to facilitate access to
many services available through these networks, plus the interconnection to the federation of
PNs. The PN ranges across spheres defined around a person, because it starts at the PAN
sphere and extends to the immediate environment, the instant partners, radio access and the

interconnectivity sphere to the cyber world sphere (Charas et al, 2000).

Home cluster
L o P % F.“-rnntz p:rsunal devices
;e h

A

| ﬂ
N, -I-J L Curporate cluster
Smart bu1ld1ng y - ™ - ﬂ

h .- Remate persmﬂile-.-l-:es S

a ' e
M ) "--Intercunnectmg structure

i Lml"-'-.-. . . - i g A

foreigy ; 4 Internet LUMTS, WLAHN, A T .
| i . | = [ﬁ N
girg m ‘k Ad Hoc, etc,.

5, \ ? Rﬁcmutnfgrdgn

r o ’ 3"1.' ovicns
ehicular
i ,{b - "‘. . cluster

P — <§¥ A

5 ; ] a _

. i Rernute aneu_i,n devicas o

“PAN

Pemunal PAN

Figure 2.12: Personal Network (MAGNET, 2006)
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2.6 INTRODUCING THE MAGNET BEYOND PROJECT

MAGNET, which stands for My Adaptive Global Network is an integrated project supported
within the Sixth Framework Programme (FP6) of the EU Commission. MAGNET’s long-term
vision is to ensure that future users will be supported in their private and professional activities
by their own PN. This consists of a core PAN extended with clusters of remote devices, which
can be shared, public or private, and adaptable to the quality of the accessed network (Calin et
al, 2006). MAGNET Beyond is divided into seven work packages (WP), which together will

meet its research objectives.

This study was carried out by the department of wireless networks and multimedia services at
INT-Evry in collaboration with TUT-FSATIE. INT was involved in the MAGNET Beyond
project WP 2. WP 2 focuses on the PN networking. The objectives of the department in WP 2
is provision for interoperability of Universal Plug and Play (UPnP) and web services as a non-
negligible overlay service discovery and provisioning framework, to be expected in current
and future networks. This will cover interaction of PN service framework with external service

architectures such as IMS, SIP or other IP-based services.

2.7 RELATED WORK

Since the introduction of IMS in 2002, continuous research work has been conducted in the
development of IMS-capable terminals and network elements. Bubley (2006) conducted a
research into the evolution of SIP and IMS handset. “While much attention has focused on
deployments of IMS network infrastructure and applications, the need for a new class of
phones has been largely forgotten” (Bubley, 2006). As shown in Figure 2.13, mass market
penetration of IMS functionality onto handsets will only be attained in 2009, and in most cases

this will be through partial IMS implementations.
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Chart: Shipments of Naked SIP handsets vs. Closed IMS handsets
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Figure 2.13: Shipments of Naked SIP versus Closed IMS handsets (Bubley, 2006)

Currently there are three open IMS Clients available to the research community. Of these three
IMS Clients, only one does not have free source code for download as it is just open for use.
The other two are open in the sense that developers can download their source codes and
extend them. Although these IMS Clients have not targeted the handheld mobile devices, one
of them (FOKUS OpenIC Lite) can be deployed in some PDAs.

2.71 FOKUS Open IMS Client Lite

The FOKUS group has developed an IMS client which they call Open IMS Client (OpenlC)
Lite, as shown in Figure 2.14. Work on FOKUS OpenlC Lite is progressing towards a robust
IMS client with diverse services for Fixed Mobile convergence (FOKUS, 2007). The solutions
delivered by the framework align with IETF, 3GPP and TISPAN client specifications. The
client is available in Java and in .NET and runs on multiple platforms (Windows Mobile,

Linux and Windows XP).
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Figure 2.14: FOKUS OpenlC Lite (FOKUS, 2007)

While OpenlC Lite is free and available for download, the FOKUS group has a commercial
Open IMS Client version called OpenIC. "Open" in this sense means extendable therefore it

should not be confused with "Open Source" (FOKUS, 2007).

2.7.2 IMS-Communicator

IMS-Communicator is an open source project that was originally developed by PT Inovacio to
support the development and testing of IMS and NGN components for its Service Handling on
IP Networks (shipnet®) IMS/NGN architecture (PT Inovagdo, 2007). The IMS-
Communicator, shown in Figure 2.15, is based on the old version of the SIP-Communicator
soft-phone project. It is built on top of the JAIN-SIP reference implementation, and makes use

of the Java Media Framework (JMF) API as its media stack.
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Figure 2.15: IMS-Communicator Screenshot (PT Inovacio, 2007)

According to the IMS-Communicator website, the developers of IMS-Communicator have no
plans for porting it to the J2ME Connected Device Configuration (CDC) environment. As a
result, this IMS Client cannot be deployed to mobile devices. The IMS-Communicator project
is licensed by the Apache Software License and the GNU Lesser General Public License
(LGPL). Its hosting is provided by the BerliOS developers.

2.7.3 UCT IMS Client

University of Cape Town (UCT) IMS Client is another open source IMS Client hosted by the
BerliOS developers. The UCT IMS Client has been developed by the communications
research group at UCT in South Africa, and it is designed to be used in conjunction with the
Fraunhofer FOKUS Open IMS Core network testbed. On the UCT website the following is
stated about the UCT IMS Client “This project is still in active development and there are
many known bugs”. The UCT IMS Client screenshot is shown in Figure 2.16. The UCT IMS
Client has been developed in C++ language and is only available for Linux operating systems.

It is not available for mobile devices.
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Figure 2.16: UCT IMS Client Screenshot (Waiting & Good, 2007)

2.8 LIGHT-WEIGHT IMS CLIENT CONCEPT

The three open IMS Clients discussed in Section 2.7, above, were mainly targeted to be
implemented within the end user devices that have high processing power and memory. These
end user devices may include laptops, desktop personal computers or Personal Digital
Assistance (PDA). Hence the three open IMS Clients may not be deployed within the current
CLCD based handheld mobile devices.

Based on the 3GPP IMS, the IMS compliant end user has to provide the necessary SIP
signalling support, the service related media codecs for multimedia applications in addition to
the basic connectivity support, such as IP (Magedanz, Witaszek & Knuettel, 2005). Current
open IMS Clients do provide these supports to the end users with higher processing power and

memory devices.
In this study, the term Light-Weight is used to define the IMS Client that is developed under

the Java Micro-Edition (J2ME) platform. Though developed within the J2ME platform, this
client should be capable of providing all the IMS supports as specified by the 3GPP and IETF
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standards and recommendations. As a result, this study aims to developing an IMS Client that

can be deployed within the J2ME-compliant handheld mobile devices.

2.9 CONCLUSION

In this chapter, a literature survey of the IMS, SIP and PN was presented. IMS defines a
complete architecture and framework that enables the convergence of wireline and mobile
network technologies over an IP-based infrastructure. SIP is an IETF signalling protocol for
initiating, managing and terminating multimedia sessions across packet networks. The PN is
an extension to a local scope of the PAN. This chapter also introduced the MAGENT Beyond
project and the involvement of this study with the MAGNET Beyond project. Chapter 3

reviews Java 2 Micro-Edition (J2ME) as the tool for the development of portable devices.
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CHAPTER 3

TOOLS FOR DEVELOPING JAVA BASED PORTABLE APPLICATIONS

3.1 INTRODUCTION

The development of the IMS Client in this project was based on Java 2 Micro-Edition (J2ME)
platform. The development software and hardware tools used for rich application portable
devices are presented in Section 3.2. Section 3.3 introduces and discusses the J2ME as the
chosen development platform for the IMS Client, while Section 3.4 presents the Java libraries

or Application Programming Interfaces (APIs) used to support the SIP signalling.

3.2 DEVELOPMENT TOOLS

Different software and hardware tools and libraries are available for use by developers to
develop rich applications for portable devices such as mobile phones, set-top boxes, PDAs and
navigation systems. Mao, Talevski & Chang (2007) have compared the most popular three
mobile development platforms, and presented their results as shown in Table 3.1. Due to its
extensive market penetration and developer community support, J2ME development platform

was chosen for the development of the IMS Client.

3.2.1 Java Development Kit (JDK)

The JDK consists of a Java compiler, written in Java, and a run-time interpreter for a particular
platform. It can be downloaded and installed free from Sun website. For the development of

the IMS Client, in this study, jdk 1.5 was used.
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Table 3.1: Mobile Development Platforms (Mao, Talevski & Chang, 2007)

Functionality Symbian J2ME BREW
Foundation C++ Java C++

Learning Curve Difficult Average Difficult
Emulator Free Free Limited
Debuggers Available Latest version— good | Excellent Needs payment
Development Tool Cost Varies Free Expensive
Cross-Platform Compile per target Average CDMA  handsets
Deployment only

Developer =~ Community | Extensive Extensive | Limited

and Support

Market Penetration Extensive Extensive | In few countries
SIP Support Yes Yes Unknown

RTP Support Yes (complicated) No Unknown

3.2.2 J2ME Sun Wireless Toolkit

The Sun Wireless Toolkit (WTK) is the reference implementation of J2ZME. It has building
tools, utilities and a device emulator for creating J2ME Java applications which are compliant
to Mobile Information Device Profile (MIDP). The Sun WTK provides the byte-code pre-
verification tool, implementation of API class libraries and a smart-phone device emulator
(Goyal, 2005). KToolbar is the main Sun WTK component which is used to build MIDlets, to
launch the emulator, and to start the utilities provided by the Sun WTK. Java applications that
run in the MIDP environment are called MIDlets. The IMS Client is developed as a MIDlet
and emulated using the Nokia smart-phone emulator provided with the Sun WTK version 2.5.
Version 2.5 of the Sun WTK is compliant with Java Technology for the Wireless Industry
(JTWI) JSR 185 and Mobile Service Architecture (MSA) JSR 248 specifications for mobile

devices, as shown in Figure 3.1.
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Figure 3.1: Sun Java WTK 2.5 API Selection Window

From the API Selection window, one can decide whether to use the JTWI or MSA target
development platform. Many of today’s Java enabled wireless mobile devices are mainly
based on Connected Limited Device Configuration (CLDC) and MIDP; with the latest mobile
devices being compliant with Java MSA API (JCP JSR 248, 2006). Such devices include
Nokia N81, N91 and Sony-Ericsson Z750.

3.23 EclipseME
Although the Sun WTK provides a powerful set of J2ME development tools, it does not offer

the Integrated Development Environment (IDE) experience. For developers who are used to
the convenience of IDE, the Sun WTK lacks key productivity features, such as team
collaboration, context-sensitive code editors, debugging and project management. In order to
provide the IDE experience to developers, the Eclipse IDE can be extended with the

EclipseME plug-in to enable the integration between the Eclipse and the Sun WTK.
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In order to integrate both the Eclipse IDE and Sun WTK, both tools must be downloaded and
installed in the same machine. The EclipseME plug-in makes use of the Sun WTK emulator

during runtime, while Eclipse IDE is used as a text editor.

3.3 JAVA 2 MICRO-EDITION PLATFORM

Java was introduced in 1995, but its platform capabilities took off with the advent of servlets.
Servlets are Java programs that run on a server, offering a modular and efficient replacement
for Common Gateway Interface (CGI). The first revolution of Java occured when it expand
into the server side with Java 2 Platform, Enterprise Edition (J2EE). J2ME is the second

revolution in Java that targets small, mobile devices.

Today, the Java language defines three platforms: Java 2 Platform, Standard Edition (J2SE),
J2EE and J2ME. J2SE is designed for desktop computers. Most often it runs on Linux, Solaris
or Microsoft Windows operating systems. J2EE is a comprehensive platform for multi-user,
enterprise-wide applications. It is based on J2SE and incorporates APIs for server-side
computing. J2ME is a set of technologies and specifications developed for small devices like
pagers, mobile phones and set-top boxes. J2ME uses subsets of J2SE components, such as

smaller virtual machines and leaner APIs.

J2ME is divided into configurations and profiles, as well as optional APIs, which provide
specific information about APIs and different families of devices. In the following subsections

the structure of J2ME is discussed.

3.3.1 Configurations

A configuration is designed for a specific kind of device based on memory constraints and
processor power. It specifies a Java Virtual Machine (JVM) that can be easily ported to
devices supporting the configuration. Device manufactures are responsible for porting a
specific configuration to their devices. Currently there are two configurations, Connected
Device Configuration (CDC) and the Connected, Limited Device Configuration (CLDC). The

configurations and profiles of J2ME are generally described in terms of their memory capacity
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(Li & Knudsen, 2005). The minimum amounts of volatile and non-volatile memory are

specified.

i) Connected Device Configuration (CDC)

A CDC device has a minimum Read-Only Memory (ROM) of 512 KB, Random Access
Memory (RAM) of 256 KB and some kind of network connection (Li & Knudsen, 2005). It is
designed for devices like TV set-top boxes, car navigation systems and high-end PDAs. The
CDC specifies that a full JVM must be supported.

ii) Connected, Limited Device Configuration (CLDC)

CLDC is designed for smaller devices than those targeted by the CDC. Such devices include
mobile phones, pagers and PDAs. The CLDC devices have limited display size, limited
memory, limited CPU power, limited input, limited battery life and limited network
connection. CLDC devices have 160 KB to 512 KB of total memory, including a minimum of

160 KB of ROM and 32 KB of RAM available for the Java platform (Li & Knudsen, 2005).

The reference implementation of the CLDC is based on a small JVM called the KVM. The
name derives from the fact that it is a JVM of which the size is measured in kilobytes rather
than megabytes (Li & Knudsen, 2005). The KVM cannot do everything a JVM does in the

J2SE world because of it is too small.

3.3.2 Profiles

A Profile is based on a configuration and provides additional APIs, such as user interface,
persistent storage and whatever is necessary to develop running applications for the device. It
is layered on top of a configuration, adding the APIs and specifications needed to develop

applications for a specific family of devices (Li & Knudsen, 2005:2).
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The Foundation Profile is a specification for devices that can support a rich networked J2ME
environment, as depicted in Figure 3.2. It does not support a user interface. Other profiles can

be layered on top of it to add user interface support and other functionality.

The PDA Profile (PDAP) is designed for palmtop devices with a minimum of 512 KB
combined ROM and RAM, and a maximum of 16 MB. It includes an application model based
on MIDlets, but uses a subset of the J2SE Abstract Windowing Toolkit (AWT) for graphic
user interface (GUI).

P<agers -- Mobile Phones -- PDAs -- Car Navigation -- Set—Top Bges

Java Applications (e.g. IMS Client MIDlet, SIP UA, etc)

Optional APlIs

Mobile Information| Personal Digital Personal Profile (PP)
Device Profile |Assistant Profile | Personal Basis Profile (PBP)
(MIDP) (PDAP) Foundation Profile (FP)

KVM + Connected, Limited Device | Classic JVM + Connected
Configuration (CLDC) Device Configuration (CDC)

Native Operating System

Device

Figure 3.2: J2ME Stack (Li & Knudsen, 2005: 2)

MIDP complements the CLDC by minimizing both the memory and power required for
limited devices. It also provides the basic API that is used for creating applications for these
devices. The Java Community Project (JCP) has released two versions of MIDP JSR so far
(MIDP 1.0 as JSR 37 and MIDP 2.0 as JSR 118). The JSR-248 MSA is a J2ME platform
umbrella specification that defines the next step in the Java platform evolution for mobile

handsets, based on the CLDC (JCP JSR 248, 2006).
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3.4 JAVA LIBRARIES FOR SIP PROGRAMMING

Visited
SIP for JIME Hetwork

Application
Seyver

Home
Metwork

Figure 3.3: IMS and the applicability of the SIP specifications (O'Doherty, 2003)

The SIP APIs being standardized for the Java platform may be viewed as overlapping in
functionality with regard to the type of applications that can be implemented within each
specification (O'Doherty, 2003), as seen in Figure 3.3. For rapid development of services,

programmers and application developers need APIs.

The selection of IETF SIP to become the core signalling protocol for the 3GPP IMS has
resulted in the extensive use of the SIP APIs as the interface towards IMS. SIP API for J2ME
has been extensively used in the development of the IMS Client for this project, therefore is

briefly described in the following subsection.

3.4.1 SIP API for J2ME

Nokia Corporation is the specification lead within the JCP in the development of the SIP API
for J2ME, which was given the JSR number 180 (JCP JSR 180, 2004). JSR 180 API was
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designed to be a compact and generic SIP API, which provides SIP functionality in transaction
level. The API is integrated into the Generic Connection Framework (GCF) defined in CLDC.
It is designed as an optional package that can be used with many J2ME Profiles. The
minimum platform required by this API is the J2ME CLDC v1.0. The API can also be used
with the J2ME CDC (JCP JSR 180, 2004).

The JSR 180 API inherited the Connector and Connection Java interfaces, as shown on the

class diagram of the API in Figure 3.4.
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Figure 3.4: Simplified class diagram of SIP API for J2ME (JCP JSR 180, 2004)
The SIP API is used by applications to implement SIP UA functionality. This includes both

UAC and UAS functionalities. A single SIP UA uses both the client and server connection

functionality for SIP signalling and communication.
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i) Javax.microedition.sip Package

This is the package defined by the JSR 180 API. It is also the main package used to implement
this project’s IMS Client. In this subsection, some of the major components of this package
will be defined, but the full specification of the package can be found on the Java Community

Process (JCP) website.

e SipConnection - this is the base interface for SIP connections. It holds the common
properties and methods for the following sub-interfaces: SipClientConnection and
SipServerConnection

e SipClientConnection — this interface represents SIP client transaction. Applications can
create a new SipClientConnection with Connector or SipDialog object. This interface
is also used to initialise and send responses.

e SipSeverConnection — this interface represents SIP server transaction. The transaction
is created by the SipConnectionNotifier when a new request is received.

e SipConnectionNotifier — this interface defines a SIP server connection notifier, which
is opened with Connector.open() using a SIP URI string with the host and user omitted.
This interface queues the received messages. To receive incoming requests, application
calls the acceptAndOpen() method, which returns a SipServerConnection instance.

e SipClientConnectionListener - this is the listener interface for incoming SIP responses.

e SipServerConnectionListener — this is the listener interface for incoming SIP requests.

As shown in Figure 3.5, the process of sending a message is twofold. Firstly the message is the

prepared and sent. Secondly, the response is processed.
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Figure 3.5: Sending SIP request (JCP JSR 180, 2004)

There are two ways to process an incoming request using the JSR 180 API. The first method
uses the synchronous approach which involves blocking the current thread to wait for one to
arrive. This method works well if it is known that the request will be received at a certain time.
The second method is to open a permanent server connection and be notified when a message
arrives asynchronously. This is sometimes referred to as the call-back loop, as shown in Figure

3.6.

Due to the flexibility of SIP, the javax.microedition.sip package was extended in this project
to allow other IMS based headers and methods to be exchanged. As indicated in Chapter 2,
3GPP and IETF collaborated to ensure that the core SIP (RFC 3261) is extended to comply
with the needs of the IMS. Such SIP extensions were released in the form of RFC documents,
and by making use of these RFCs, the traditional SIP API was enhanced to perform most of

the IMS session control.
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Figure 3.6: Receiving a SIP request (JCP JSR 180, 2004)

3.5 CONCLUSION

In this chapter, the literature review of the Java platforms and specifically J2ME platform was
presented. JCP has created several APIs for quick and effective development of Java-based

applications. In the next chapter, the development of the IMS Client will be presented.
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CHAPTER 4

SYSTEM DEVELOPMENT AND IMPLEMENTATION

4.1 INTRODUCTION

This chapter presents the system development and implementation based on J2ME. J2ME and
SIP APIs were discussed in Chapter 3. A complete system design is presented in section 4.2

while section 4.3 presents the system implementation and simulation.

4.2 SYSTEM DEVELOPMENT

In this section a detailed design and development of the IMS Client are explained. The
development is based on the tools and libraries which were featured in Chapter 3. A complete
IMS Client is made up of the User Agent Client (UAC) side and the User Agent Server (UAS)
side, and its stack is shown in Figure 4.1. While UAC side generates the requests and

processes the responses, the UAS side processes the requests and then generates the responses.

IMS Client MIDlet
(Java Application)

Optional APIs

Mobile Information Device Profile
(MIDP)

Connected, Limited Device
Configuration
(CLDC)

Device Operating System

VSIN - 8%C USSP

Figure 4.1: IMS Client Stack (Based on Li & Knudsen, 2005:2)
Depicted in Figure 4.2 is the position of a proposed IMS Client on the existing IMS core

network and the access network. Access network can be any IPv4-connected network such as

mobile 3G network or wireline Asynchronized Digital Subscriber Loop (ADSL) link.
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Proposed IMS Client

IMS Core Network YA

User Network Operator

Figure 4.2: IMS Client position in relation to IMS CN

The main flow diagram of the UAC side of IMS Client is shown in Figure 4.3. The diagram
shows the flow of procedures and events to be performed by the IMS Client after a successful
registration, the creation of the session and the ending of the session.

The main flow diagram of the UAC side of IMS Client is shown in Figure 4.3. The diagram
shows the flow of procedures and events to be performed by the IMS Client after a successful

registration, the creation of the session and the ending of the session.
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Figure 4.4: IMS Client Sequence Diagram (3GPP TR 24.930, 2007)
The system is designed to perform the following functions, as shown in Figure 4.4:

o Registering on the IMS Core Network
o Establishing a session using INVITE method
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o Negotiating media codex and QoS through SDP offer/answer mechanism
o Terminating a session

o Exchanging text messages (Instant Messaging)

o Cancelling the early session using CANCEL method

o Ending the session using BYE request

4.2.1 SIP Registration

As discussed in Chapter 2, each IMS subscriber needs to be registered to his/her home IMS
CN to access the IMS services. Making use of the SIP API (JSR 180), a SIP REGISTER
request is initiated with the important headers, and the connection is opened to the home

domain registrar’s URI or IP address:

private SipClientConnection connection = null;

s_cscf = "sip:scscfl@registrar.domain:5060;transport=udp";
connection = (SipClientConnection) Connector.open(s_cscf);
connection.initRequest ("REGISTER", null);
connection.setHeader ("Route", p_cscfAddress);

connection.setHeader ("Require", "sec—-agree");

connection.send();

Due to the configuration of the IMS testbed at INT lab, a single REGISTER request is
adequate to perform registration. Authentication mechanisms have not yet been implemented
within this testbed. Before a user register to the home IMS CN (S-CSCF), a user account must
be created in the IMS HSS database (i.e. the allocation of public and private user identities). If
the user is not known to the domain, such a user will unable to register. After having sent the
REGISTER request, the client has to wait for the final response. A 200-OK response means
the user has registered successfully. A sequence diagram of the registration procedure is

shown in Appendix A.1.

Figure 4.5 depicts the IMS Client display before the user can register to the home IMS CN.
IMS Client is configured to first prompt the user to register. The SIP REGISTER request is the
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sent to the home IMS registrar, once the “Register” command has been pressed. If the user
presses the “Exit” command, the IMS Client application will be closed and destroyed from the

Sun WTK smart-phone emulator.

Unregistered to IMS
You have to register first
Press Register to register

Registrar IP address:

1 2?.xxx.xxx.x>4

Figure 4.5: IMS Client Display before Registration
The Java code to create the above display is provided in Appendix B.

In order to avoid multiple registrations, the IMS Client displays a progress screen, as shown in
Figure 4.6. The Client displays a ‘“Please wait” message while it communicates with the IMS
network entities. Though Figure 4.6 shows a busy display during registration, the same display

is used when establishing the session.

[

e are busy Registering you to your
ome domain st
iR 157 159.228 57

Daone

Figure 4.6: IMS Client Busy Display

If the IMS registrar or the whole IMS CN is not up and running, the client will timeout after

30 seconds, and allow the user to try again.
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4.2.2 Session Establishment

After having successfully registered to the home IMS network (i.e. after receiving a 200-OK
response), the IMS Client will display a different screen, to allow the user to establish a
session or to de-register from the IMS network. The sequence diagram for session
establishment is shown in Appendix A.2. Figure 4.7 depicts the IMS Client display after a

successful registration to IMS network.

©
Tl ﬁ EEE)

Welcome

ou are registered to SIPLAE IMS
vou can start the session

Menu
1 De-Register

=
Figure 4.7: IMS Client Display after Registration

Again, if the user decides to close the IMS Client MIDlet, he presses the “Exit” command.
The “Menu” command consists of two subcommands: the first one, “De-Register”, allows the
user to de-register from the IMS network, while the second one; “Start” command moves the

display into the invite screen, shown in Figure 4.8.

If the user follows the “De-Register” command, a SIP REGISTER request will be sent to the
IMS CN. The SIP REGISTER request that is sent for de-registration is similar to the one sent
for registration, with the only exception being the value of the Expires header, which must be

set to zero.
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||Eiac:k Irvite

Figure 4.8: IMS Client Invite Display

From the invite display, the user can establish a session by entering the destination SIP URI,
and pressing an “Invite” command or return to the main display be pressing the ‘“Back”
command. When an “Invite” command is pressed, a SIP INVITE request is constructed and
sent to the destination SIP URI, through the IMS network elements. IPv4 was used for the

communication and registration in this study.

A captured SIP trace for an INVITE request with SDP offer that was sent from IMS Client A
(the user is Moshe) to IMS Client B (the user is Vincent) is shown in Table 4.1.

Table 4.1: INVITE Request Trace

INVITE sip:vincent@157.159.103.57:5070 SIP/2.0

Call-ID: edb74ffbff1cad18788cb6339b906ec7 @157.159.229.253

CSeq: 1 INVITE

Via: SIP/2.0/UDP 157.xxx.xxx.xxx;branch=z9hG4bK2ea5.2b263¢c91.0;i=8
Via: SIP/2.0/TCP 157.xxx.xxx.xxx;branch=0;i=e

Via: SIP/2.0/TCP 157.159.xxx.xxx;branch=0

Via:SIP/2.0/UDP

157.159.xxx.xxx:5070;branch=29hG4bKdd69421d967dd 7febbc60d55a43b0587
Max-Forwards: 66

P-Preferred-Identity: Moshe<sip:moshe @siplab.int-evry.fr>
P-Called-Party-ID: <sip:vincent@siplab.int-evry.fr>
P-Visited-Network-ID: home

P-Access-Network-Info: siplab
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From: Moshe <sip:moshe @siplab.int-evry.fr>;tag=1426653256

To: <sip:vincent@siplab.int-evry.fr>

Require: 100rel ,preconditions ,sec-agree

Supported: 100rel

Contact: <sip:moshe@157.159.229.253:5070>

Allow: INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER, MESSAGE
Content-Type: application/sdp

Content-Length: 230

v=0

0=Moshe 10022007 10022007 IN IP4 157 .XXX.XXX.XXX
g=-

c=IN IP4 157.XXX.XXX.XXX

t=00

m=message 3150 SIP/UDP rfc3428

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

4.2.3 Session Description Protocol (SDP) Offer/Answer

When establishing the session, i.e. sending an INVITE request, the SDP (Handley, Jacobson &
Perkins 2006) first offer is also sent. This SDP (Rosenberg & Schulzrinne, 2002) offer is
attached to the INVITE request. The presence of the SDP payload on an INVITE request is

indicated on the “Content-Type” header. The Content-Type header must contain the

“sdp/application” value.

Because the IMS Client currently supports the Instant Messaging (Campbell, Rosenberg &

Schulzrinne, 2002) session, the SDP offer contains the “text/plain” as the media type, as

shown in this Java code:

HostSdp=

"v=0\n"+

"o=Moshe 23102007 23102007 IN IP4 " + myIP +"\n"+
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"s=-\n"+

"c=IN IP4 " + myIP +"\n"+

"t=0 O0\n"+

"m=message 9090 SIP/UDP rfc3428\n"+
"a=curr:gos local none\n" +

"a=curr:gos remote none\n" +

"a=des:qgos mandatory local sendrecv\n"+

"a=des:gos none remote sendrecv\n";

As shown in Appendix A.2, SDP offer/answer is performed from the first INVITE request
until the last 200-OK response of the UPDATE request.

4.2.4 Communication Mode

The IMS Client developed in this study focuses on session control and session management.
To demonstrate the use of the client, communication is achieved through Instant Messaging
(IM). The IETF has released an RFC 3428 (Campbell et al, 2002), which is an extension of the
core SIP (RFC 3261) that allows the transfer of Instant Messages. In this RFC 3428, a
MESSAGE method is defined.

A Java snapshot for sending an IM is shown below:

1) public void sendMessage () {

2) SipClientConnection client_connection = null;

3) OutputStream output = null;

4) client_connection = dialog.getNewClientConnection ("MESSAGE") ;
5) client_connection.setHeader ("Content-Type", "text/plain");

6) client_connection.setHeader ("Content-Length",
Integer.toString(message.length()));

7) output = client_connection.openContentOutputStream();

8) output.write(message.getBytes());

9) output.close();

10) }
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The SIP MESSAGE method is sent within an existing dialog as shown on line 4 of the Java
code above. When sending a request within an existing dialog, “getNewClientConnetion()”

method is called with an intended method as a parameter.

4.2.5 Cancelling an Early Session

Cancelling a SIP session is performed using a SIP CANCEL method as specified in RFC 3261
(Rosenberg et al, 2002). An IMS Client user can cancel a request by pressing a ‘“Stop”
command during session establishment. A session will be cancelled only if the final 200-OK

for an INVITE request has not been sent yet.

4.2.6 Ending Session

A session can be ended by either user pressing an “End” command. When a button is pressed,
a UAC side of an IMS Client will process and send a BYE request. Based on RFC 3261
(Rosenberg et al, 2002), an IMS Client may not send a BYE request outside of a dialog. The
caller’s IMS Client may send a BYE request for either confirmed or early dialogs and the
callee’s IMS Client may send a BYE request on confirmed dialogs, but may not send a BYE

request on early dialogs.

)
I‘-F..nl REC i ED
Start Chatting
Enter Text:
H |

10:5516 Yincent wrote: Xewani
1005558 Inkomu

10:56:12 vincent wrate: monjhani
ke¥

105700 Hi kona tatana, n'wina
ke

CR1EET 24 Yincent wrate: Hi kona na
Iﬂ + Send
—o—

Figure 4.9: An IMS Client Chatting Display
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Figure 4.9 depicts the commands appearing on an IMS Client display during IM
communication. A “Send” command is used to send the typed text, while an “End” command
is used to send a BYE request. Once the UAC on an IMS send a BYE request, it will wait for a

200-OK final response to ensure that a session has ended.

4.3 SYSTEM IMPLEMENTATION

In this section, an implementation of the IMS Client within the IMS testbed is discussed. The
implementation was carried out using the development tools and libraries described in Chapter
3. Sub-section 4.3.1 discusses the IMS testbed and the implementation environment for our

study, while sub-section 4.3.2 provides the system simulation.

4.3.1 IMS Network Testbed

This study was carried out at the INT laboratory at Evry in France. The lab was originally built
for SIP experimenting. It was then upgraded to be compliant with the standardized IMS
network. As the result, work is still in progress to finalize the migration from SIP to full

functional IMS architecture. Figure 4.10 shows the whole INT IMS Testbed SIP lab.

-CSCF

IMS Core Network

é @ Internet

PSTN Gateway SVN Wi-Fi AP

Figure 4.10: INT IMS Testbed
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To perform the experiments on this testbed, the user credentials first have to be created within
the HSS. The private user identity was created as: moshe.siplab.int-evry.fr. The IMS Testbed
can be accessed through either the LAN or Wi-Fi technologies within the INT network

infrastructure.

4.3.2 System Simulation

Session setup, control and management are at the core of this study. The IMS Client uses SIP
and SDP to manage and perform these actions. To ensure a functional system, Instant
Messaging was used to communicate between two users. The discussion of the

implementation of the IMS Client is presented in this subsection.

i.  Creating the IMS Client

A project was created using Sun WTK KToolbar (shown in Figure 4.11) and it was named
“Moshe_IMS”. If the Sun WTK has been installed on the C drive, on Windows machine, the
project folder, Moshe_IMS, is created in the Sun WTK application directory as follows:

o  C:\WTK25\apps\Moshe_IMS
When creating a project using the Sun WTK, the following folders are automatically created:

® src — stores the source code

® bin — stores the JAR and Java Application Descriptor (JAD) files

e classes — stores the class files of the compiled application

® res — stores the resource files, like pictures

e lib — stores the library files
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1)Sun Java(TM) Wireless Toolkit 2.5 for CLDC - moshe_IMS_ M=*<
File Edit Project Help

'-Ij Mew Project ... Ej Open Project ... b] Settings ... L@'_g Build Q} Run \3; Clear Console

Device: | DefaulkColorPhone W

Creating project "moshe_IM3_"

Place Java source files in "C:WATKZ28appsimashe_|M3 "

Place application resource files in "COWNTK2ZSappsimoshe_IMS_lres"
Place application librang files in "CUWATK28appsimoshe_IMS_ib"
Settings updated

Project settings saved

Figure 4.11: Sun Wireless Toolkit — KToolbar

The Java source code was edited in EclipseMe IDE and stored in the src folder. The source
code was compiled and pre-verified by building it with the Sun WTK. After the project has

been built, the compiled files are stored in the Classes folder.

The next step is to package the project. Packaging is done using the Sun WTK Package
submenu (this is under Project —> Package -> Create Package). By packaging the project, the
MIDlet suite JAR and JAD files are created and stored in the bin folder. This MIDlet suite is
ready to be deployed into a mobile device emulator or a real device. The JAR and JAD files

are the important files used to deploy the MIDlet into the emulated or real devices.

For this study, a Nokia phone emulator, provided with the Sun WTK was used to emulate the
real mobile device. Sun WTK version 2.5 supports the MSA features, which include the SIP
API for J2ME.

ii.  Running the IMS Client

The “Run” command on the Sun WTK KToolbar is used to run the MIDlet. When the MIDlet
is started, the registration screen is displayed. As stated before, registration is the first step

towards accessing IMS services. After a successful registration to the home IMS network, an
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invite screen, which allows the user to establish a session is displayed. After a successful
invitation, the chatting screen is displayed. The chatting screen allows the user to type text and
send to the other remote user. Communication can be ended by pressing the “End” command

on the chatting screen.

4.4 CONCLUSION

This chapter detailed the development tools, libraries and software for the Light-Weight IMS
Client. The J2ME platform is the main tool used for the development of CLDC and MIDP
handset applications. SIP API for J2ME is important to ensure the usage of SIP protocol
within the J2ME platform. The system design and implementation were also described in this
chapter. Chapter 5, which is the next chapter, presents the experiment conducted in testing the

system, plus the results.
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CHAPTER 5

SYSTEM EXPERIMENTS AND RESULTS

5.1 INTRODUCTION

This chapter presents the system experiments conducted and the results based on the design
that was described in Chapter 4. The experimental setup and requirements in terms of software
and hardware are outlined. The experiment was performed using two Light-Weight IMS
Clients within the IMS Testbed that is available at the INT-Evry laboratory. The evaluation

and discussion of the results are also included in this chapter.

5.2 EXPERIMENTAL SETUP

The Light-Weight IMS Client was tested in an experimental setup within the INT lab. The
experimental setup is shown on Figure 5.1. The IMS Testbed comprises the IMS CN, which
provides the basic control layer elements such as: P-CSCF, I-CSCF, S-CSCF and HSS. The
Dynamic Host Configuration Protocol (DHCP) and the Application Server (AS) also form part
of the IMS Testbed. Each IMS network element has its own IPv4 address. The VMware
software is used to interact, from the same screen, with the P-CSCEF, I-CSCF and S-CSCEF,
where each network element can be restarted or stopped. The HSS uses a separate machine,

and with its own IP address and display.

The experiment was conducted using two identical IMS Clients, hosted from two different
machines, but in the same Local Area Network (LAN), as shown in Figure 5.1. From the IMS
Testbed, two public and private user identities were created, one for Moshe and the other one

for Vincent.
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IMS Core Network

é @ @) Internet

IMS Client A IMS Client B Wi-Fi AP
(Running on Windows XP)  (Running on Ubuntu Linux)

Figure 5.1: Experimental Setup at INT IMS Testbed

5.3 TESTING REQUIREMENTS

The list of hardware and software requirements, and tools used for setting up the experiment
are provided in the following subsections. The aim of this project was not to develop the IMS
testbed; hence only the specifications for this testbed as outlined in subsection 5.3.3 were

provided.

5.3.1 Hardware Requirements

Table 5.1 lists the hardware requirements for conducting the experiment using two IMS

Clients and an IMS network (testbed).

Table 5.1: Hardware Specifications

Name Description

Personal Computer (PC)
CPU Intel Pentium 4, 2.66 GHz
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RAM 512 MB
Hard Drive 80 GB
Network Intel PRO/100 VE
Connection
Laptop
CPU Intel Centrino Duo 1.66 GHz
RAM 1 GB RAM
Hard Drive 80 GB
Network Intel PRO/100 VE and Intel PRO/Wireless
Connection 3945ABG

5.3.2  Software Requirements

Table 5.2 lists the software requirements for conducting the experiment using two IMS Clients
and an IMS network (testbed).
Table 5.2: Software Specifications

Name Description
Personal Computer (PC)

Operating System Linux Ubuntu 6
Java Jdk 1.5.1, Java Virtual Machine(JVM)
J2ME platform Linux version of Sun Wireless Toolkit 2.5.2
EclipseME Source code editor. A plug-in to Eclipse
Phone Emulator Provided within Sun WTK

Laptop
Operating System Microsoft Windows XP Home Edition
Java Jdk 1.5.0_09 JVM
J2ME platform Windows version of Sun WTK 2.5.1
EclipseME A source code editor. A plug-in to Eclipse 3.2
Phone Emulator Provided within Sun WTK

Other Software
Wireshark A network protocol analyzer used to capture
network packets (formally known as Ethereal).
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5.3.3 INT IMS Testbed Specifications

The INT IMS testbed is a work-in-progress project, being carried out within the multimedia
department at INT-Evry labs. The specifications provided in this subsection were provided by

this team of students who were responsible for building the testbed.

Table 5.3: INT IMS Testbed Specifications

Name Description

Hosts
CPU Pentium 4 @3.40GHz
RAM 2.0GB
Server Windows Server 2003 Enterprise Edition

VMWare Server 1.0.2

Guests
CpPU Shared CPU
RAM 256 MB
GNU/Linux Debian | Core 2.6.8 arch 1686
SIP SIP Express Router 0.8.14
Database MySQL server 5.0.20

Network

Server Windows DHCP server for clients
Router Cisco 400 Series (10 Mbps interfaces)
Switch MRV MR2228-S2C (100 Mbps Interfaces)
Infrastructure Type | Bus Type

5.4 EXPERIMENTAL DEMONSTRATION

The IMS Client was tested on the setup shown in Figure 5.1. Both Clients first had to register

to the IMS network. After registration, IMS Client A established a session by sending an
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INVITE request to IMS Client B. Figure 5.2 shows the testing environment at INT lab, from
the IMS testbed.

The P-CSCEF, I-CSCF and the S-CSCEF are hosted within the same machine, while the HSS is
on a separate machine. The IMS Client application or MIDlet was deployed within two
separate computers. IMS Client A was deployed within the laptop, while IMS Client B was

deployed within the personal computer.

IMS Testbed

Register,

Register, .
Send & receive SIP messages

Send & receive SIP messages

Exchange Media (communicating)

IMS Client A

Figure 5.2: INT IMS Testing Environment

During registration and session establishment, the signalling path was used. All the signalling
messages traversed the IMS network, while the payload media used a different channel. Media
was exchanged directly between the two IMS Clients, without passing through the IMS

network.

Figure 5.3 shows one of the IMS Client screenshots from the start until the end of the session.
At the beginning, the user is given a screen with an option to register to the IMS network.
After having registered successfully, the user can decide to establish the session or to de-
register from the home IMS network. To get the invite screen, the users use the “Start”
command. Within the invite screen, a user is requested to enter the destination SIP address,

and then press an “Invite” command to send a SIP INVITE request.
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An INVITE request will follow the same path used during registration (i.e. go through the
home IMS network towards the destination user). The home IMS network will forward an
INVITE request to the destination user provided such a user is registered. If the user is not
registered, the IMS network will return the final response to the originating user, indicating

that the other user is not available.

Faull HEC
Unregistered to IMS

You have to register first
Press Register to register

“ou are registered to SIPLAE IMS
“ou can start the session

Menu

1 De-Register
Ll Start

Registrar IP address:

Registered
|12?.xxx.xxx.x>4 | g

fesi

Register

Enter destination SIP URL
|Sip: moshe@siplah.irﬁ-ewy.fr{ |

Enter Text:
10:55:16 Wincent werote: Xewani
10:55:58: Inkamu
100561 2 vincent wrate: monjhani
ke
A0:57:00: Hi kona tatana, n'wing
ke

Invite
 —

Figure 5.3: Demonstration of How to Establish a Session

5.5 RESULTS DISCUSSION

In this section the evaluation and discussion of the results based on the experimental
demonstration carried out on the previous section will be done. In the next section, the results

as extracted from the Wireshark® Internet protocol analyser will be discussed. The aim is to
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show and discuss the SIP messages (requests and responses) exchanged between the two IMS
Clients and the IMS testbed. The SDP content will also form the basis of the results

discussion.

Poikselki er al (2004:76) indicated that one of the most important issues of the IMS design
was to separate the control plane from the user plane. But there was a need to find the
mechanism to authorize and control the use of the bearer traffic intended for IMS media
traffic. This mechanism that was found is based on SDP parameters negotiated at the IMS

session.

5.5.1 Registration Request

The importance of registration was discussed in the previous chapters (Chapter 2 and Chapter
3). Figure 5.4 shows the SIP REGISTER request sent from Vincent IMS Client to the home
IMS network (which is the IMS testbed). The registering IMS Client’s SIP URI is placed
under the “To:” and “From:” headers. The “To:” header does not have any tag. Because this is

the original request, only the “From:” header can have a tag number.

Mo, - Tirne Source Destination Praotacol Infa
lag 25.099767 157.1539.105.57 157,159,103, 209 SIF Request: REGISTER
167 28.150073 157,155,105, 25 157.15%.105.57 SIF Status: 200 Ok

# User Datagram Protocol, sSrc Port: 1963 (1963), Dst Port: 5060 (50600
= session Initiation Protocol
# Reguest-Line: REGISTER sip:157.15%.103.20:5060 SIP/2.0
- Messzage Header
Call-ID: 6821900h0F3a30d%e16a66ecl722T426@157.159.103. 57
+ Czeq: 1 REGISTER
# wia: SIP/2.0/UDP 157.159.103.57:5060;bhranch=z8hG4hK74eadeatf53222af553640798bF2d007
Max-Forwards: 70
Require: sec-agree
Supported: path
# Contact: <sip:vincent@®l57.159.103. 575070 expires=3600
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
# From: wincent <sip:wincent@siplab. int-evry.fr>;tag=46969796
# To: vincent <sip:wincent@siplab.int-evry.fra
User-agent: sun wTK 2.5 Emulator
Priwvate: none
Content-Length: 0

Figure 5.4: REGISTER Request Trace
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The Contact header that is very important, is mandatory in the SIP REGISTER request. It
must include the host device’s IP address, port number and the expiry period. The IMS Client

will be registered to the home IMS once it has received a 200-OK response.

5.5.2 Invite Request

Figure 5.5 depicts the SIP INVITE request, originated by Vincent IMS Client and sent to
Moshe IMS Client. The INVITE request contains the SIP headers and the SDP message. The
QoS in IMS is guaranteed during a SIP session setup or session modification procedure when
an IMS Client negotiates its capabilities and expresses its QoS requirements (Poikselki et al,
2006:13). The attribute lines or a-lines under the m-line of the SDP form a block that describes
in more detail the media of the m-line under which they are placed. To understand these SDP

attribute tags, a brief explanation is given in Table 5.4.

Table 5.4: SDP Attributes

Attribute Tags Description

Curr (Current) indicates the extent to which the set

preconditions have already been fulfilled.

Des (Desired) makes it possible to set desired preconditions

for the local and the remote user.

Qos (Quality of Service) The precondition is set due to certain quality

requirements of the related media stream.

Local The local user, who originates the session.
Remote indicates the destination.

None indicates that no parameter was set
Mandatory Indicates a mandatory precondition.

Sendrecv (Send and Receive) | tools should start in send and receive mode

The IETF has released a RFC 4566 document which supports the following media types.

"non "non "non

These are: "audio", "video", "text", "application", and "message". This list may be extended in
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the future. In this study, the IMS Client will support only the “message” as the media type, as

shown in all the SDP messages.

Note 1 in Figure 5.5 draws the attention to the desired QoS attribute from the local or calling
subscriber. The local user indicates the desired (des) precondition to start a session in send and

receive mode (sendrecv), as indicated by the “mandatory” tag.

Mo, - Time Source Diestination Protocaol Info

329 69,633192 157,159,103, 57 157.159,103.29 SIP/SDP Reguest: INVITE
Call-IDb: 376e799006h757d2810c4858032800,@157.159.103. 57

+ Cseq: 1 INVITE

+ viar SIP/2.0/UDP 157.155.103.57:5070; hranch=z0hG4 bk77f753264Fc2 cabchof5ledds4fd305
Max—Forwards: 70
Route: <sip:157.159.103.2%:5060>
p-pPreferred-Identity: vincent<sip:vincent@siplab. int-evry.fr: 2]
P-visited-Metwork-ID: home ~
P-fccess-Network-Info: siplab %
Privacy: none ?.D.

® From: wvincent <sip:vincent@siplab.int-evry.fr>;tag=554291859 ]

# To: <sip:moshe@l57.159.22%.253:5070>
rReguire: 100rel ,preconditions ,sec-agree
Supported: 100rel

 Contact: <siprwincent@l57.159.103, 575070
al7ow: IMVITE, ACK,CAMCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Ccontent-Type: application/sdp
content-Length: 230

= Message body
= Session Description Protocol
Session Description Protocol wersion (wl: O
# Owner//Creator, session Id (o): vincent 23102007 23102007 IW IP4 157.159.103.57 w
Session Mame (s): - g

# Connection Information (ci: IM IP4 157.155.103%.57 =z
# Time Description, active time (t): 0 O 2
+ Media Description, name and address (m): message 9090 SIFP/UDP rfc3428 4
+ Media Attribute (al): curr:igos Tlocal none ({9,,
# Media Attribute (al): curr:gos remote none
# Media attribute (a): des:qos .uca'l sendrecy Note: 1
# Media Aattribute (a): des:gos none remote sendrecy

Figure 5.5: INVITE Request Trace

5.5.3 Trying Response
To avoid frequent re-transmission of the INVITE request from the UE, the P-CSCF sends
back a 100-Trying response after it has received the INVITE, to indicate that from here on the

P-CSCF will take care of the re-transmissions.
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Mo, - Timne Source Destination Probocol Info

372 74.760735 157.159.229.253 157.1559.103.29 SIP Status: 100 TF}iné
373 74, 771079 T57. 155,705,795 157.155. 1033 SIP Status: I00 Tryinog
374 F4.7TFELAZ 157,159,229, 253 157.159.103.209 SIP/SDP STatus: 183 session

R PR T TR AarD oarm o aAan o ar=s oarm aan oo ———fmmm e AT =

= Session Initiation Protocol
# Status-Line: SIP/2.0 100 Trying
= Message Header
Call-ID: 376e790006h757d2810048%80328002e@157.159,103. 57
+ CSeqr 1 INVITE
+ From: "wincent" <sip:vincent@siplab. int-evry.fr>;tag=55425186%
# To: <sip:moshe®ls7?.159. 220,253 :5070>;tag=1604172010
Require: 100rel, preconditions, sec-agree
4 Contact: «<sip:l57.159.229.253:5070;transport=udp>
® via: SIPAZ.0/U0P 157.159.103.57:5070; branch=zohcabk 777532641 c2 cabchofsledds4fd3oso
content-Length: O

Figure 5. 6: 100-Trying Response Trace
The 100-Trying response is sent by all call-statefull SIP proxies on the route, and it is always
stopped at the SIP proxy that is the last to take over responsibility for re-transmission, as

shown in Figure 5.6.

5.5.4 Session Progress Response

The 183-Session-in-Progress response is sent by the remote client to indicate that session
establishment procedures have been started, but the called user has not been informed yet. It is
sent immediately on receipt of the initial INVITE request. It also contains the SDP first
answer, as shown in Figure 5.7. The remote user will indicate the desire to start a session in
the send and receive mode as indicated by Note 2 in Figure 5.7. Going back to Figure 5.5, the
remote sendrecv tag was set to “none”. And now it is set to “mandatory”. The media type is
also set to “message”, but with different port number. This means that both IMS Clients

support the same, single media type, which is “message”.
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Mo, - Tire: Source Destination Prakocol Infon
A0F AL F0LUEY Lada LY, Lus. 2y Lad.LaY, LUs. 5/ S1F STATUS: LUy Iry1ng
374 74 FTEIAE 157,155, 295,253 157, 15G. 103,25 SIF/SDP  Status: 183 Sessidn praogress

= Session Initiation Protocol
# Status-Line: SIP/2.0 183 Session progress
= Message Header
Ccall-Ip: 376e799006h757d281004859803280%22@157.159.103.57
Cseq: 1 INVITE
Viar SIP/2.0/U0P 157,159,103, 29:5060; branch=z%hgd bk 727e6096cd5The84bh5deacdbe2b24659, SIP/2. 0UDP
From: "wincent" «sip:vincent@siplab.int-evry.fr>;tag=55425186%
To: <sipimoshe@l57.159.228.253:5070>;Tag=1604172010
reqguire: 100rel, preconditions,sec-agree
Contact: «<sip:l57.159.229.253:5070; transport=udp>
Cantent-Type: application/sdp
Content-Length: 235
= Message body
= session Description Protocol
session Dpescription Protocol version (w): 0
owher Creator, Session Id €o): Moshe 10022007 10022007 IN IP4 157.150,229.253
Session Mame €£s): -
Connection Information {cl: IM IP4 157.159.229.253
Time pescription, active time (t): 0 0
Media Description, name and address (m): message 3150 SIPSUDP rfc3428
Media Attribute (a): curr:gos local none
media attribute (a): curr:gos remote none
media attribute (a): des:qos mandatory local sendrecy

mecia attribute (a): des:qDSU'CE sendrecy Note: 2

+ F

SI9pEIH dIS

m

m

a3essoN dAS

HOEOEEE E

Figure 5.7: 183-Session Progress Response Trace

5.5.5 PRACK Request

Ma, - Time Source Diestination Protocal Info
377 74.7BBLB0  157.159.103.29 157.159.103.57 SIP/SDP Status: 183 Ses
471 85.928457  157.159.103.57 157.159.2259.253 SIF/SDP  Reguest: PRACK

= session Initiation Protocol

# Request-Line: PRACK sip:157.1539.229.253:3070;transport=udp SIF/2.0

+ Message Header

= Message body

- Session Description Protaocol
session Description Protocol wersion wl: O
+ owher/Creator, session Id (o): wincent 23102007 23102007 IM IP4 157,.159,103.57

sessfon Mame (s): -
Connection Information (<): IM IP4 157.159,.103.57
Time Description, active time (tli: 0 0
Media Description, name and address (m): message 9090 SIPSUDP rfc3428
Media attribute (a): curr:gos local naone
mMmedia attribute (al: curr:igos remote none
Media attribute (a): des:gos mandatory local sendrecw
Media attribute (a): des:qos mandatory remote sendrecy

a3essoN ddS

= e

Figure 5.8: PRACK Request Trace

The local client sends back a PRACK request to acknowledge the received 183-Session in
Progress response. This PRACK also carries the second SDP offer. The final decision is on
media is done in this request. Because both IMS Clients involved in this session support the
same media type, a decision is made and the PRACK is sent to confirm the final decision with

the remote client, as shown in Figure 5.8.
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The remote client responds to the PRACK request with a 200-OK response as shown in Figure

5.9.
Mo, Time Source Destination Protocol Info
573 0. 113752 157.150.229.253 T57.155.105.5 SIF/SDF  Status: 200 OK,
596 103,239122 157.159.103.57 157.159,229,253 SIP/SDP FReguest: UPDATE
= session Initiation Protocol A
+ STatus-Line: sIPS2.0 200 OK
- Massage Header
Call-ID: 37F6er98006h757d2E810d4 85803 280%e@157.155.103. 57 2}
¥ CSeq: 2 PRACK o
# via: SIP/2.0/UDP 157,159,103, 57:5070; branch=2z%hcd bk244d714 8506250865869 c04d90aelzabl %
# From: wincent <sip:vincent@siplab. int-evry.fr>;tag=554291869 2
# To: <sipimoshe@l57.159.229.253:5070>;tag=1604172010 g
# Contact: <sip:l57.15%.229,253:15070;transport=udp>
Content-Type: application/sdp
content-Length: 235
= Massage body
= Sessjon Description Protocol
session pescription Protocol version (w): O
+ owner//Creator, session Id (o): Moshe 10022007 10022007 IMW IP4 157.159,229.253
Session Mame (s5): - n
® Connection Information (c): In IP4 157.159.229.253 W)
# Time Description, active time (t): 0 O =
# Media Description, name and address (m): message 3150 SIP/UDP rfc3428 %
#® Media attribute (a): curr:gos Tocal none a
+# Media attribute (a): curr:gqos remote none 0%
# Media attribute (ad: des:gos mandatory Tocal sendrecw @
# Media attribute (a): des:qos mandatory remote sendrecy
Figure 5.9: 200-OK Response for PRACK Trace
5.5.6 UPDATE Request

The local client sends the UPDATE request on receipt of the 200-OK (PRACK) response.

Now the codec and resources have been reserved for the session; and the local user indicates

its current qos to the remote client as indicated by Note 3 in Figure 5.10.

71



Mo, - Time Source Deestination Pratocal Info

573 99,113752 157.159,220,253 157.159.103.57 SIP/SDP  Status: 200 OK, with session description
596 1032391 157.155.105.5 157,155,228, 25 SIP/SDP  Request: UPDATE sip:l57.1539.2259.253:5070;Ttran
602 104.150305 157.159.229.253 157.159.103.57 SIP/SDP  Status: 200 OK, with session description
ETT AAT FTIINAC MET AEMR IAT BT MET AEMR IIM IED cThfenm FAracanact « HIARATE c59n 1 E7 1TER 390 362 «CATPA-+rman

® User Datagram Protocol, Src Port: 1972 (1972), Dst Port: 5070 (5070)
= session Initiation Protocol
® Reguest-Line: UPDATE sip:l57.159.229.253:5070;transport=udp SIR/2.0
® Message Header
= Message body
= session bescription Protocol
session Description Protocol version (v): O
awner /Creator, session Id (o): wvincent 23102007 23102007 IN IP4 157.159.103.57
Session Mame (s): -
Connection Information (c): IM IP4 157.159.103.57
Time pescription, actiwve time (t): 0 0

Media Description, name and address (m): message 9090 SIPSUDP rfc3d4zg8
Media attribute (ad: curr:igos Tocal @ Note: 3

Mmedia attribute (a): curr:gos remote none
media attribute (a): des:qos mandatory local sendrecy
Media attribute (ad: des:qos mandatory remote sendrecy

Figure 5.10: UPDATE Request Trace

&

a5essaAl dAS
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The remote client, on receipt of the UPDATE request, will respond with a 200-OK response
containing the SDP final answer. The remote client will also indicate its current (curr) qos
preconditions by changing the parameter from “none” to “mandatory” as indicated by Note 4

in Figure 5.11.

Mo, - Time Source Destination Protocol Info
683 118, 819300 157.159.103.57 157.159.229.253 SIP/SOP Reguest: UPDATE s1pils7.159, 225,253 5070+
684 119,207244 157.159.229.253 157.159.103.57 SIP/SDP Status: 200 oK, with session description
687 119.315912 157.159.229.253 157.159.103.29 SIF Status: 180 Ringing
=
= session Initiation protocol N
% Status-Line: SIP/2.0 200 OK
- Message Header
Call-IDb: 376e735006b757d2810048980328002e@157.155.103.57 wn
® CSeq: 3 UPDATE =
® wia: SIP/2.0/UDP 157.15%.103,57:5070; branch=z9hG4bKcbadi33222df 2909034350453 eehb3b an)
® From: vincent <siprvincent@siplab. int-evry. fr»;tag=554291869 o
® To: <sipimoshe@l57.159.229.253:5070>; tag=1604172010 g_
® Contact: <sip:l57.159.229.253:5070;transport=udp> s_‘g
content-Type: application/sdp ©
Content-Length: 245
= Message body
= session Description Protocol
session Description Protocol version (vl: 0 w
* Owner/ Creator, Session Id (o): Moshe 10022007 10022007 IW IP4 157.159.229.253 W)
session mame (s): - av}
# Connection Information (c): IW IP4 157.159.22G.253 Z
# Time pescription, active time (tl: 00 a
® Media Description, name and address {m): message 3150 SIP/UDP rfc3428 %
® Media attribute (a): curr:gos Tocal mandatory Note: 4 (y%
® Media attribute (a): curr:gos remote<— . [¢]
® Media attribute (a): des:gos mandatory Tocal sendrecy
# Media attribute (a): des:gqos mandatory remote sendrecy

Figure 5.11: 200-OK Response for UPDATE Trace

5.5.7 ACK Request
The local client generates and sends an ACK request for a 200-OK INVITE response to the

remote client. The header fields of the ACK are constructed in the same way as that for any
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request sent within a dialog as shown in Figure 5.12. The sequence number of the CSeq header
field must be the same as the INVITE being acknowledged, but the CSeq method must be
ACK. The ACK contains the same credentials as the INVITE.

Ma. - Tirme: Source Destination Protocal Infa
849 141.200355 157.159.103.209 157.159,103.57 SIP Status: 200 OK
500 T46. 485850 T57.T155.10%5.5 I57. 155, 225,753 SIF Request: ACK s1p:
052 160.665990 157.159.103.57 157.159,229, 253 SIP Raquest: MESSAGE
MEA 1 aEm N2hdnn MTCT TEM 1A EF MET A Cn 27n 702 oTh NrAAAss s RACCCASTT

- session Initiation Protocal
# Request-Line: AcCk sip:l57.159.229.253:5070;transport=udp SIPS2.0
=l Message Header
Call-Ib: 376e799006b757d2810d4 39803 230%ee@157.159.103. 57
# CSeq: 1 ACK
# via: SIPSZ.00DP 157.159.103.57:5070; branch=zohG4hKE238a2ch9a32f1lccal9ac3iNaciscadae
Max-Forwards: 70
p-preferred-Identity: wincent<sip:vwincent@siplab. int-evry. fr=
P-wisited-Network-I10: home
P-Access—Metwork-Info: siplab
Privacy: none
# From: wincent <siprvincent@siplab. int-evry.fre;tag=554291859
# To: <sip:moshe@l57.15%.229.253:5070>; tag=1604172010
Require: 100re]l ,preconditions ,sec-agree
Supported: 100rel
# Contact: <sipivincent®l57.159.103, 575070
Allow: INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE
Comtent-Length: 0

Figure 5.12: ACK Request Trace

5.5.8 Communication Mode

Communication between the two Light-Weight IMS Clients was achieved making use of the
SIP MESSAGE method. This method carries plain text as the content type, as shown in Figure
5.13. For every message sent from one client to the other, a 200-OK response should also be
sent. Media was exchanged between two clients, without being routed through the IMS

network.
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Mo, - Tirme: Source Drestination Pratacal Info

1557 253.523202 157.155.225.253 157.155.103.57 SIP Request: MESSAGE !
1558 253.551288 157.1559,229.253 157.159.103.57 SIP Status: 200 oK
- Session Initiation Protocol AN

+ Reguest-Line: MESSAGE sip:vincent®ls7.159.103.57:5070 SIPS2.0
= Message Header
Call-ID: 376e799006bh757d2810d45898032580%e@157.155.103. 57

# CSeq: 2 MESSAGE
Max-Forwards: 70
To: "vincent" <sip:wincent@siplab. int-evry.fr>;tag=554291869
From: <sip:moshe@li7.15%. 229, 253:5070>;tag=1604172010
via: SIP/S2.0/UDP 157.159.229,253:5070; branch=z5hG4bKdae704ca?7d4480T4a7924 ac3 86403 dE
Contact: <siprvincent®l57.159.103,. 575070
Content-Type: Text/plain
Content-Length: 26
= Message body

= Line-hased : text/ /plain

A1 kona tatana, n'wina ke~ 44— Note: 5

s10pedH dIS

+ =

Figure 5.13: MESSAGE Request Trace

The above results, shown in Figure 5.4 through to Figure 5.13, indicate that the developed
IMS Client is capable of performing the IMS functionalities, which makes it compliant with

3GPP and IETF IMS specifications.

Though this Light-Weight IMS Client was configured to prompt the home network S-CSCF IP
address before registering, registering can be performed automatically without prompting the
user. This can be achieved by pre-configuring the P-CSCF or S-CSCF IP address within the
Light-Weight IMS Client.

A session was established using an INVITE request. Establishing a session also initiated the
SDP offer/answer mechanism to allow the two Light-Weight IMS Clients to negotiate and
agree on the media type and resource reservation for QoS. It can be seen that the media
attributes at the beginning of session establishment (shown in Figure 5.5) were updated

regularly until the session had been established successfully.

5.6 LIGHT-WEIGHT AND OPEN IMS CLIENT IMPLEMENTATIONS

The implementation functionalities of the Light-Weight IMS Client and other available open
IMS Clients are provided in Table 5.5.
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Table 5.5: Comparison of Light-Weight and Open IMS Client Functionalities

Functionality Light-Weight IMS FOKUS Open IMS IMS-
Client Client Lite Communicator
Development Platform | J2ME (CLDC) Java (JSE) and .NET Java (JSE)
Targeted End-User | CLDC Compliant | Pocket PC, Laptops | Desktops and
Device Mobile Phones and Desktops Laptops
Memory Footprint About 37 KB | About 1.3 MB | About 1.5 MB
(Excluding Libraries) (Excluding Libraries) (Excluding
Libraries)
Authentication In Future Digest — AKA Digest - AKA
Support (Work in progress)
Client Availability Not Available online Available online (No | Available  online
source code) (With source code)
Standard Compliance | 3GPP and IETF 3GPP, IETF  and | 3GPP, IETF and
TISPAN TISPAN
SIP Support Yes Yes Yes
RTP Support In the Future Yes In the Future

5.7 CONCLUSION

In this chapter, the experimental setup for the testing of two identical Light-Weight IMS

Clients within the IMS testbed was presented. The equipment and requirements for conducting

the demonstration were also provided. The discussion of results was based on the SIP

signalling messages exchanged between the Light-Weight IMS Clients and the IMS network

(which was the IMS testbed) for the registration and establishment of the session. The SDP

content was also carried within these signalling SIP messages, and used to negotiate the type

of media used as well as the preconditions for the QoS agreement. The results presented shows

that the Light-Weight IMS Client is compliant with the 3GPP technical specifications and

IETF SIP recommendations. The IMS Client memory size is about 37 Kilo Bytes (KB) as
compared to 6 305 KB of Fokus Open IMS Client (FOKUS, 2007) and 86 953 KB of UCT
IMS Client version 1.0.4 (Waiting & Good, 2007). As opposed to these available IMS Clients,
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the Light-Weight IMS Client presented in this project is light-weight, and can be deployed
within the CLDC mobile devices which are J2ME compliant.
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CHAPTER 6

CONCLUSION AND FUTURE WORK

6.1 SUMMARY OF FINDINGS

The aim of this study was to develop a Light-Weight IMS Client that could be used to
improve, qualify and finalize the specification and implementation of service discovery, and
management platform for Personal Networks (PN) and the federations of PNs. Following the
specifications and recommendations by the major IMS standardization bodies, these are the

salient points of the findings of this study.

e To fast-track the roll-out of IMS by mobile network operators, it is important to have
mobile user equipments that are compliant with the 3GPP IMS.

e J2ME is a well supported and powerful platform for the development of multimedia
applications, which are suitable for small devices such as memory and power-limited
mobile devices

e This study has shown that a 3GPP and IETF-compliant IMS Client can be developed
using the J2ME platform for the mobile devices, hence is called the Light-Weight IMS
Client.

e (Quality of Service (QoS) between two IMS Clients was ensured by the use of SDP
offer/answer mechanism during the session setup

e The IMS Client developed in this study was able to communicate with the home IMS
network by registering to the IMS Testbed, establishing the session and

communicating with another similar IMS Client

6.2 DISCUSSION OF PROBLEMS
Although the IMS Client was developed from and based on 3GPP and IETF specifications and

recommendations, it is important to note that IMS is not yet a mature technology. As a result,
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most available open IMS testbed are still work in progress, hence they are unstable and not

fully functional as per the 3GPP, IETF and ETSI specifications.

The IMS Client developed in this study focused on and was targeted to be tested within the
INT laboratory, where an IMS testbed had been developed. Although the developed IMS
Client was functional within the INT IMS testbed, it will require some modifications to
perform some functions within other available IMS testbeds such as the FOKUS Open IMS
testbed.

6.3 FINDINGS AND CONCLUSIONS
The success of FMC in the NGN will depend on how quickly the IMS gains acceptance into

the telecommunication industry. This in turn will rely on the availability of internationally
standardized IMS compliant devices. This project has shown that J2ME platform can be used
to develop IMS Client that is light-weight when compared to those currently available IMS

Clients which are too heavy for CLDC-based mobile devices.

The demonstration results showed that the IMS Client was capable of performing the
registration with the IMS network, by sending a SIP REGISTER request. The results also
indicated that the IMS Client could establish a SIP session using a SIP INVITE request,
negotiate QoS and media codec, using the SDP answer/offer mechanism. Finally text based
message communication was established between two IMS Clients within the same IMS
network. The functionalities provided by this Light-Weight IMS Client makes the client to be

compliant to the 3GPP and the IETF recommendations and specifications.

6.4 SUMMARY OF CONTRIBUTIONS

The contributions of this project are:
® a light-weight IMS Client that can be deployed within the Java-compliant mobile
devices. This can be used for the testing of IMS services within the memory and

processing power-limited mobile devices,
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e the improvement and near finalization of a service discovery and management
platform for PNs in the MAGNET Service Management Platform, which is the 3G and

beyond platform for the Personal Networks.

6.5 SUGGESTIONS FOR FUTURE WORK

For future work, the following suggestions would add more functionalities and to
implementation of the IMS Client within the PN service discovery platform:

e Support for other forms of IMS services such as video sessions, audio sessions,
presence service and buddy list services. At present, the IMS Client only supports text
messaging media communication.

e Addition of Real-time Transport Protocol (RTP) for multimedia streaming.

¢ Interoperability with other 3GPP compliant open IMS networks or testbeds.

¢ Implementation of the IMS Client into the MAGNET service management platform
for secure and context-aware IMS services discovery, session control and mobility

management
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APPENDIX A

SIP MESSAGE FLOW

The SIP message flow shown in Appendix A was adapted from the 3GPP TS24.228 Release 6.

A.1: SIP Registration Message Flow

The dotted lines in show messages and procedures to be followed based on the 3GPP
specification. These dotted line functionalities are not supported by the INT IMS testbed yet,
therefore they will not be implemented by this IMS Client. As the INT IMS testbed is still
work-in-progress, such functionalities will be supported in future. The IMS Client will be

registered only when the initial SIP REGISTER request has been sent, as shown by the solid

lines.
| ve| | pcscF] | rescr| | mss |
I. Register | ] / \
2. Register | 3. Cx User
\ Status Query /
4. Register
5.Cx
Authentication
56. Auth. Vector S¢
8. 401 Unauthorized hemmmmmmmeeie
2. 401 Unauthorizg g 7.401 Unauthorized

1
|Generate RES !
nd session keysi

\

f=1

19.200 OK
18.200 OK

\
, |
[ [

13. Cx User ™

15. Authenticat

17.200 OK

[s-cscr]

il

A.2: Session Establishment Message Flow
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Appendix A.2 is the sequence diagram indicating the establishment of the session from UE A
to the terminating network (3GPP TR 24.930, 2007). The terminating network, which belongs
to UE B, is shown in Appendix A.3. An I-CSCF is not shown in the diagram. It is important to
note that the terminating network can also be the same network, if both UEs are served by the

same IMS network operator.

UE EI P-CSCF S-CSCF | Terminating Network

1. INVITE R 3. INVITE

>

I
»

2. 100-Trying 4.100 -Trying

| 5. Initial Filter Criteria Evaluation
6. INVITE

7. 100-Trying

8. 183-Session in Progress|

9. 183-Session in Progress

10. Authorize QoS Resources

11. 183-Session in Progress

<

12. PRACK 14. PRACK R 15. PRACK

A

P

13. Resource Reservation 16. 200-OK (PRACK)
17. 200- OK (PRACK)

A

18. 200 — OK (PRACK)

19. UPDATE 20. UPDATE | 21.UPDATE
24.200-OK (UPDATE) 23.200-OK (UPDATE) 22.200-OK (UPDATE)
27. 180 - Ringing 26. 180- Ringing 25. 180 - Ringing
30. 200 - OK 29.200 - OK
2§. Alert User
| 31. Approval of QoS commit
32.200 - OK
33| Start Media
34. ACK 35. ACK 36. ACK

86



A.3: Session Termination Message Flow

Appendix A.3 is the sequence diagram indicating the termination of the session from the
originating network to UE B (3GPP TR 24.930, 2007). The originating network may be
similar to the one shown in Appendix A.2, but it can also share the same network with the

terminating network.
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APPENDIX B

JAVA CODE TO CREATE A DISPLAY OF J2ME

//Create the commands to be attached to the register display

protected Command exitCmd = new Command ("Exit", Command.EXIT,1);

protected Command registerCmd= new Command ("Register", Command.OK,O0);

//Create registerFrm: Allow the user to register

private Form getRegisterFrm() {
if (registerFrm == null) {

registerFrm = new Form("Unregistered to IMS",

new Item|[] { new TextField("You have to register

first\nPress Register to register\n\n Registrar IP

address:" ,registrar, 30, TextField.ANY) });

registerFrm.addCommand (exitCmd) ;
registerFrm.addCommand (registerCmd) ;

registerFrm.setCommandListener (this) ;

}
return registerFrm;

}
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APPENDIX C

JAVA CODE

The IMS Client was written in a Java code, and made an extensive use of the JSR 180 SIP API
and other new Java classes created to work on top of this APIL. The following Java classes are

included on the attached CD:

® HostSDP java: stores the SDP message of the host IMS Client.
e PrackRequest.java: generates and processes the SIP PRACK request.
e SDP_Msg_ Parser.java: provides parsing for SDP content.
e StringSplit.java: provides the splitting of the strings in SDP.
e StringUp.java: recombines the strings.
e TheTime.java: provides the timestamp during simulation.
e  UpdateRequest.java: generates and processes the SIP UPDATE request.
® Vincent_IMS.java: 18 the main IMS Client class.
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