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Abstract 
 
Industrial Internet of Things (IIoT) systems are increasingly found in settings such as 
factories, smart cities/nations, and healthcare institutions. These systems facilitate 
the interconnection of automation and data analytics across different industrial 
technologies, such as cyber-physical systems, Internet of Things (IoT), and cloud 
and edge computing devices and systems. However, IIoT systems also generate 
significant volume of data, which can incur significant overheads in processing such 
data at cloud centers [A1]. Existing IIoT systems may be developed as monolithic 
architecture, where such a system is deployed as a single solution. In this 
architectural design, few programming languages can be used to create a single 
application or process composed of several classes, methods, and packages, in 
which the entire application is executed in one server irrespective of the application 
requirements. 
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